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Abstract 

The main purpose of this research was to do a confirmatory factor analysis of cyberbullying behaviors among 
undergraduate students in higher education institutions in northeastern Thailand. The sample included 1,062 1st–
4th years bachelor’s degree students in the academic year 2022 from five higher education institutions located in 
the Northeast of Thailand. Multi-stage sampling was employed. The research instrument was a constructed 
measurement form of cyberbullying behaviors of undergraduate students in institutions in the Northeast of 
Thailand. It was a 5-rating scale form with 30 items, each of which had a discrimination of 0.21–0.67 and a 
reliability of 0.99 by means of Cronbach’s alpha coefficient.The findings from the confirmatory factor analysis 
revealed that the cyberbullying behavior model of the students in higher education institutions in northeastern 
Thailand consisted of five components; 1) Impersonation, 2) Intimidation and cursing others, 3) Disclose other 
people’s private information, 4) Gossip or defamation of others, and 5) Deleting or blocking others from the 
group. The cyberbullying behavior model was consistent with the empirical data (Chi-square χ2 = 1.37, df = 2, p 
= .50, GFI = 1.00, AGFI = 1.00, CFI = 1.00, RMSEA = 0.00, SRMR = 0.00). This indicates that the model 
confirms the components of cyberbullying behaviors of undergraduate students. 

Keywords: confirmatory factor analysis, cyberbullying, undergraduate students, higher education institutions, 
northeastern Thailand 

1. Introduction 

1.1 Overview of Cyberbullying in Thailand 

Bullying among the Thai youth both inside and outside schools tends to be severer. Surprisingly, statistics show 
that the rate of bullying in schools in Thailand is the second highest in the world after Japan (Department of 
Mental Health, 2020). Moreover, in 2020, cyberbullying in Thailand was ranked the 5th in the world. In this 
situation, 48% of the Thai youth aged 13 years and over were involved in cyberbullying. 41% of them were 
cyberbullied. 56% of them were boys who had more experience or became involved in cyberbullying than girls. 
43% of cyberbullying cases were more girls being cyberbullied than boys. Most cyberbullying cases or known as 
bullying are related with physical appearances and genders (Puapongsakorn, 2020). This indicates that bullying 
in different regions in Thailand is more frequently found at a serious level, particularly cyberbullying. One of the 
causes of this cyberbullying situation is communication through various technologies. According to statistics of 
Internet users in Thailand in 2020, the number of Internet users in Thailand was 52 million users, an increase of 
1 million users from 2019. The average time spent on the Internet browsing was 9 hours and 1 minute per day, 
which was the fifth highest in the world. The Thai youth aged 12–16 years spent an average of 4.80 hours a day 
on social media (Kemp, 2020). 

Cyberbullying takes the form of slander, using vulgar language against others or transmitting confidential 
information to cause damage to others via the Internet such as text messages, video clips, electronic mails to 
make victims humiliated, hurt, and suffer from psychological consequences (Sahatsapas, 2018). McCann 
Worldgroup (Thailand) Company Limited has surveyed behaviors and thoughts of 33,000 modern teenagers 
aged 16–30 years in 18 countries around the world. The survey revealed that Thai teenagers are regarded as the 
top group who like to leave negative comments in online communities, accounting for 64% of all the target 
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teenagers (McCann Truth Central, 2017). Another survey of the prevalence and patterns of cyberbullying victims 
on social media among higher education students by Wang and Teaukul (2019) showed that the prevalence of 
cyberbullying was 18.5%. 91.7% of the victims reported that they knew who bullied them. Most of the 
cyberbullying cases were done on Facebook (70.5%), Instagram (45.8%), Line (16.7%), and Twitter (8.3%). The 
most common patterns of cyberbullying on social media included attacking, threatening, and using vulgar words 
(34.5%) and blackmail (24.1%). Therefore, it can be pointed out that cyberbullying behaviors require special 
attention from individuals and agencies directly involved with providing assistance and appropriate guidelines 
for preventing students from engaging in more violent behaviors.  

1.2 Previous Studies 

According to documentary research on components of cyberbullying behavior, it is found that there have been 
scholars in both Thailand and abroad addressing components of cyberbullying behavior. Tudkuea (2014) found 
that there are 5 components of cyberbullying behaviors; 1) gossiping or insulting others, 2) defaming, 3) 
impersonating, 4) disclosing secrets, and 5) deleting or blocking others from the group. 

Ketsuphan, Thongkhambanjong, and Sabwiraprakorn (2019) found that there are 5 components of cyberbullying 
behaviors; 1) flaming, 2) denigration, 3) exclusion, 4) tricky, and 5) impersonation. 

Phornprasert and Suttipong (2019) studied and discovered 3 components of bullying in the cyberworld, namely 1) 
forgery and disclosure of other people’s information via social media, 2) insult and intimidation, and 3) blocking 
and removing users from online chat rooms. 

Nancy Willard (2006) identified 9 types of cyberbullying behaviors as follows; 1) flaming, 2) harassment, 3) 
denigration, 4) impersonation, 5) outing and trickery, 6) exclusion/ostracism, 7) cyber stalking, 8) video 
recording of assaults, and 9) sexting. 

Kowalski, Limber, and Agatston (2008) defined the characteristics of cyberbullying as follows; 1) flaming, 2) 
harassment, 3) outing and trickery, 4) denigration, 5) impersonation, 6) cyber stalking, 7) exclusion or ostracism, 
8) happy slapping, and 9) sexting. 

Langos (2012) proposed the following characteristics of cyberbullying; 1) harassment, 2) flaming, 3) 
impersonation, 4) denigration, 5) outing, 6) exclusion/gossip group, and 7) trickery. 

1.3 Importance of the Research 

As aforementioned, it was worth examining components of cyberbullying behaviors acted by students in 
northeastern Thailand by doing a confirmatory factor analysis, which would obtain obvious components. Based 
on the conceptual framework from the results of the analysis and synthesis of components that scholars have 
proposed above, the five components in this research included 1) Impersonation, 2) Intimidation and cursing 
others, 3) Disclose other people’s private information, 4) Gossip or defamation of others, and 5) Deleting or 
blocking others from the group. These components were used to build a conceptual framework to study the 
cyberbullying behaviors.  

The results of this research would provide a clear body of knowledge on components of cyberbullying behaviors 
of students in higher education institutions in the northeastern region of Thailand. The results would be useful to 
teachers, educational personnel staff, and other agencies to assess cyberbullying behaviors. The results would 
also be applicable to student development activities and trainings for students in higher education institutions in 
Thailand. 

2. Research Objectives 

1) To analyze the confirmatory factors of cyberbullying behaviors of university students in the Northeast of 
Thailand. 

2) To examine the construct validity of cyberbullying behaviors of university students in the Northeast of 
Thailand with empirical data. 

3. Conceptual Framework 

The conceptual framework of this research was constructed from the results of the analysis and synthesis of 
previous studies on bullying behaviors in the cyber world. In total, the conceptual framework consisted of 5 
components of cyberbullying behaviors as follows; 1) Impersonation, 2) Intimidation and cursing others, 3) 
Disclose other people’s private information, 4) Gossip or defamation of others, and 5) Deleting or blocking 
others from the group. The conceptual framework with the 5 components of cyberbullying behaviors is 
illustrated in Figure 1. 



jel.ccsenet.o

 

4. Researc

The main
methodolo

4.1 Popula

The popul
academic y
Office of t
number of

The sampl
represente
Office of t
obtained th

Stage 1 Cl

Stage 2 Cl

Stage 3 Si
institution 

Stage 4 Si
draw 1 fac
University
Rajabhat 
Science, U

Stage 5 St
each year 
sample siz
excellent. 

4.2 Resear

The main 
undergradu
form with 
form had 
between 0
coefficient

 

org 

ch Methodolo

n research des
ogy is detailed 

ation and Samp

lation for the 
year 2022 enr
the Permanent

f the population

le group for th
d each year le
the Permanent
hrough multi-s

lassifying high

luster sampling

imple random 
from 1 provin

imple random 
culty from 1 in
y-Faculty of Ed
University-Fac

Ubon Ratchatha

tratified random
level was 60

ze of 50 as ver

rch Instrument

instrument in
uate students i
the following

the least discr
0.21 and 0.67.
t. 

ogy 

sign is quant
as follows. 

ple 

confirmatory 
rolled in 23 hig
t Secretary, M
n was 227,232

he confirmato
evel. They wer
t Secretary, Mi
stage sampling

her education in

g among the 5 

sampling in e
nce.  

sampling in ea
nstitution. The
ducation, Sako
culty of Nurs
ani University

m sampling in
. This sample
ry poor, 100 a

ts 

n this researc
in institutions 
g scales; the h
rimination of .
 The measure

Journal of Ed

Figure 1. Co

itative researc

factor analys
gher education

Ministry of Hig
2 students (Off

ory factor anal
re enrolled in 5
inistry of High

g as follows:

nstitutions in n

province clust

each of the 5 p

ach of the 5 in
e result from s
on Nakhon Raj
sing, Nakhon 

y-Faculty of Hu

n each year lev
e size determin
as poor, 200 as

ch was a cons
in the Northea

highest, the hig
.02 for the tot
ement form al

ducation and Le

94 

onceptual fram

ch employing

is covered 1s
n institutions l
gher Education
fice of the High

lysis (CFA) in
5 institutions s
her Education,

northeastern T

ters to obtain o

provinces gain

nstitutions gain
tage 4 simple 
jabhat Univers

Ratchasima 
umanities and 

vel as strata. Th
nation followe
s fair, 300 as g

structed meas
ast of Thailan
gh, the medium
tal number of 
so had a relia

earning

mework 

g confirmatory

t–4th years ba
located in the N
n, Science, Re
her Education 

ncluded 1,200 
situated in the 
, Science, Rese

hailand into 5 

one province fr

ned from the a

ned from the a
random samp

sity-Faculty of
Rajabhat Uni
Social Science

he determined 
ed Comrey an
good, 500 as g

urement form
d. The design 
m, the low, an
30 items, eac

ability of 0.99

y factor analy

achelor’s degr
Northeast of T
search and Inn
Commission, 

students, 240 
Northeast of T
earch and Inno

province clust

from one provi

above cluster s

above simple ra
ling is as follo

f Science and T
iversity-Facult
es 

number of sam
nd Lee (1992) 
good very, and

m of cyberbull
of the form w

nd the lowest.
h of which ha

9 by means of

Vol. 13, No. 1;

 

ysis. The rese

ree students in
Thailand and u
novation. The 
2022). 

students of w
Thailand and u
ovation. They 

ters.  

ince cluster. 

sampling to dr

andom sampli
ows. Loei Raja
Technology, R
ty of Manage

mple students 
who consider

d 1,000 or mo

lying behavio
was a 5-rating 

 The measure
ad a discrimin
f Cronbach’s a

2024 

earch 

n the 
under 

total 

which 
under 
were 

raw 1 

ng to 
abhat 

Roi Et 
ment 

from 
red a 

ore as 

rs of 
scale 
ment 
ation 
alpha 



jel.ccsenet.org Journal of Education and Learning Vol. 13, No. 1; 2024 

95 

4.3 Data Collection 

In data collection, the researcher manually distributed and collected 1,200 copies of the measurement form. In 
order to prevent errors, an excess of 20% of the measurement form copies were implemented. As a result, 1,062 
complete copies were used for the confirmatory factor analysis (CFA). This number was greater than the 
specified number which was adequate evidence of the construct validity of the measurement form itself. 

4.4 Data Analysis 

The main data analysis employed the confirmatory factor analysis in order to examine the validity of the model 
construct of the students’ cyberbullying behaviors based on the conceptual framework with the empirical data. 
The analysis focused on parameters with the method of maximum likelihood, which was considered from the 
Chi-square value. The Chi-squared value was not statistically significant. A Goodness-of-fit index (GFI) and 
Adjusted goodness-of-fit (AGFI) were greater than .90. A Root mean square residuals (RMSR) and a Root mean 
square error of approximation (RMSEA) were less than .05. 

5. Research Results 

1) The confirmatory factor analysis of the structural model revealed correlation coefficients of the cyberbullying 
behaviors between 0.50 and 0.88. All the five components were positively correlated with a statistical 
significance of .05. The highest correlation coefficient was 0.88 between gossip or defamation of others (TAKO) 
and intimidating and flaming (CURO). The lowest correlation coefficient was 0.50 between gossip or 
defamation of others and deleting (TAKO) or blocking others from the group (BROO). It was found that the 
components of the cyberbullying behaviors had no identity matrix, indicating that the components had adequate 
correlation coefficients for further analysis (Bartlett’s Test: χ2= 4914.10, df = 10 p =. 00). When considering 
each indicator, the Kaiser-Meyer-Olkin Measure of Sampling Adequacy (KMO) was 0.86. The Measure of 
Sampling Adequacy (MSA) was between 0.80 and 0.93, indicating that the cyberbullying behavior components 
among the students had sufficient correlation coefficients to be used in the confirmatory factor analysis as shown 
in Table 1. 

 

Table 1. Correlation coefficients of the components of cyberbullying behaviors among the students (n=1,062) 

Components TAKO CURO REFO PRIO BROO 

TAKO 1.00     
CURO 0.88* 1.00    
REFO 0.79* 0.87* 1.00   
PRIO 0.75* 0.80* 0.84* 1.00  
BROO 0.50* 0.52* 0.54* 0.60* 1.00 

Bartlett’s Test: χ2= 4914.10, df = 10, p =.00, KMO = 0.86 
Measure of Sampling Adequacy (MSA) between 0.80 and 0.93 

Note. *p < .05. 

 

2) The examination of the consistency between the constructed model for the students’ cyberbullying behavior 
measurement with the empirical data revealed that the constructed model was not consistent with the empirical 
data. The researcher then adjusted the model by drawing the relationships between the errors of the components 
until the model was consistent with the empirical data as shown in Table 2. 

 

Table 2. Consistency and comparative indices of the constructed model for the students’ cyberbullying behavior 
measurement (n = 1,062) 

Index Criterion Value 

χ2 Non statistically significant χ2 / df below 2.00 χ2= 1.37, df = 2, p = .50 1.37/2=0.68 
GFI above 0.90 1.00 
AGFI above 0.90 1.00 
CFI above 0.95 1.00 
RMSEA below 0.05 0.00
SRMR below 0.05 0.00 

Note. * Poonpong Suksawang, 2013. 
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in accordance with Phornprasert and Suttipong (2019) who found that their model was consistent with the 
empirical data. The discussions of the components are presented in detail and arranged in a descending order 
according to their factor loadings as follow.  

Impersonation had the highest standard factor loading of 0.95 with a high level of variance with the 
cyberbullying behaviors (90%). This finding may be due to the fact that in the world of the Internet we can be 
whatever we want to be. Life on the social media or even in the imagination may be similar to or different from 
the real-world life. Hence, it is not surprising that there is often news on deceiving others such as opening a bank 
account in the name of a famous actor/singer and then request victims to donate funds into the bank account. 
Other purposes of impersonation are to damage a person’s reputation and to pretend stealing properties or 
hacking data (Daopradub, 2017). In line with Hins (2011), falsification and impersonation are easy in the present 
age due to the fact that a function of social media enables users to simply imitate or impersonate others’ data. 
This causes victims to lose their reputation. This finding is consistent with the research of Ketsuphan, 
Thongkhambanjong, and Sabwiraprakorn (2019) who found that female students were more cyberbullied than 
male students. The most common cyberbullying behaviors were impersonation, followed by disclosure of secrets 
or personal information, cursing, sending disturbing messages or defamation, and deletion or blocking from the 
group.  

Intimidation and cursing others had the second highest standard factor loading of 0.91 with a high level of 
variance with the cyberbullying behaviors (83%). This finding may be due to easy and fast communication 
online through various channels. Besides its usefulness, a disadvantage of online communication is inappropriate 
manner such as communicating with intent to defame others. This may lead to controversy in the real life. 
According to Anker (2011), easy access to communicative technologies brings bullying to adolescents. This 
bullying situation has even increased in the traditional form of face-to-face contact. Bullying in this technology 
age has become more common as children and adolescents have greater access to the Internet. Intimidation 
appears in the form of sending images and text messaging via mobile phones. As a consequence, victims do not 
want to show up in the public such as schools and had low learning achievements or encounter depression. In 
consistence with Samoh, Boonmongkon, Ojanen, Samakkeekarom and Guadamuz (2014) who studied and found 
that 45.40% of adolescents had been cyberbullied in the forms of attacks, intimidation, and gossip by others in a 
derogatory way.  

Disclose other people’s private information had the third highest standard factor loading of 0.88 with a high 
level of variance with the cyberbullying behaviors (77%). Disclosure of other people’s confidential information 
is done for fun and anger without considering its consequent effects on victims such as embarrassment or 
damage of reputation. This finding was consistent with a study by Phornprasert and Suttipong (2019) who found 
that most cyberbullying behaviors involved faking and disclosing information about others on social media, 
publishing it for fun, revealing secrets through social networks, editing other people’s images and publishing 
them until causing defamation, and secretly accessing others’ online media accounts and then pretending to post 
embarrassing messages or pictures on social media. 

Gossip or defamation of others had the fourth highest standard factor loading of 0.86 with a high level of 
variance with the cyberbullying behaviors (74%). This finding may be due to the fact that posting or sharing 
false facts that damage reputation of others through cyber channels or applications is popular nowadays 
(Kowalski, Limber, & Agatston, 2008). The characteristics of gossip or cursing others is sending messages in the 
form of hostility, aggression, intimidation, insults, and satire to express dissatisfaction (Wolak, Mitchell, & 
Finkelhor, 2007; Friedman & Currall, 2003; Tudkuea, 2014). This finding also accorded with the research of 
Lertratthamrongkul (2021) who found the most common form of online bullying was gossip which accounted for 
60.73%. 

Deleting or blocking others from the group had the lowest standard factor loading of 0.57 with a low level of 
variance with the cyberbullying behaviors (33%). This might be due to the facts that dissatisfaction often occurs 
in online networks and various types of applications where inappropriate conversations are made. Online 
cyberbullying behaviors can lead to exclusion and removal of others from online conversation groups. According 
to Tawekanachot (2022), deleting or blocking others from the group had the lowest factor loading (a = 0.677). 
This is also consistent with the research of Kowalski, Limber, and Agatston (2008) who found that it was easy to 
block and remove others from online conversations. They deleted or blocked them from friends’ lists, Internet 
groups, chat rooms, network groups, or gaming sites.  

7. Conclusion 

The confirmatory factor analysis concluded that the cyberbullying behavior model of the students in higher 
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education institutions in the northeastern region of Thailand was consistent with the empirical data. The model 
consisted of the 5 components which are ranked by factor loadings in a descending order as 1) Impersonation 
(0.95), 2) Intimidation and cursing others (0.91), 3) Disclose other people’s private information (0.88), 4) Gossip 
or defamation of others (0.86), and 5) Deleting or blocking others from the group (0.57). The cyberbullying 
behavior model was consistent with the empirical data (Chi-square χ2 = 1.37, df = 2, p = .50, GFI = 1.00, AGFI 
= 1.00, CFI = 1.00, RMSEA = 0.00, SRMR = 0.00). 

8. Recommendations 

8.1 For Application 

The results of the confirmatory factor analysis confirmed that the model was consistent with the empirical data. 
This indicated that the students possessed bullying behaviors in the cyberworld. Therefore, higher education 
institutions and related agencies can apply the components to develop activities or learning management models 
to reduce and prevent cyberbullying behaviors. 

Teachers and parties involved with student development in higher education institutions can apply the 
components as a framework for assessment of cyberbullying behaviors among university students. 

8.2 For Further Research 

More studies on structural equation models of cyberbullying behaviors of students should be done to prevent 
factors leading to bullying behaviors in the cyberworld. 

A training program should be developed to prevent cyberbullying behaviors based on the components studied by 
various techniques or methods. 

There should be research by employing the components obtained from this present research as a guideline for 
developing cyberbullying behavior indicators and cyberbullying victim indicators of undergraduate students in 
other regions under their contexts. 

Acknowledgments 

This research has been supported and facilitated by Roi Et Rajabhat University as the affiliation of the researcher. 
In addition, the researcher is grateful for supervision and moral support from Assistant Professor Dr. Thanyaporn 
Nualsing as his mentoring researcher. 

I would also like to thank Mr. Yuttachak Lamjuanjit, a lecturer of the Business English Program, Roi Et 
Rajabhat University, Thailand, for his excellent translation of the original draft into this English article and his 
assistance and guidance in the entire manuscript preparation and submission process. 

Authors’ contributions 

Not applicable. 

Funding 

This research (Grant No. RGN 65-170) was financially supported by Office of the Permanent Secretary, Ministry 
of Higher Education, Science, Research and Innovation (OPS MHESI), Thailand Science Research and 
Innovation (TSRI), Grant year 2022.  

Competing interests 

Not applicable. 

Informed consent 

Obtained. 

Ethics approval 

The Publication Ethics Committee of the Canadian Center of Science and Education.  

The journal’s policies adhere to the Core Practices established by the Committee on Publication Ethics (COPE). 

Provenance and peer review 

Not commissioned; externally double-blind peer reviewed. 

Data availability statement 

The data that support the findings of this study are available on request from the corresponding author. The data 
are not publicly available due to privacy or ethical restrictions. 



jel.ccsenet.org Journal of Education and Learning Vol. 13, No. 1; 2024 

99 

Data sharing statement 

No additional data are available. 

References 

Anker, C. K. (2011). Bullying in the age of technology: A literature review of cyber bullying for school 
counselors. Unpublished Master’s thesis. University of Wisconsin – Stout, Wisconsin, United States of 
America. Comrey, A. L., & Lee, H. B. (1992). A first course in factor analysis (2nd ed.). Hillsdale, NJ: Erlbaum.  

Daopradub, P. (2017). Type and audience engagement of online cyberbullying. Unpublished Master’s thesis. 
Thammasat University, Bangkok, Thailand. Retrieved from 
http://ethesisarchive.library.tu.ac.th/thesis/2017/ TU_2017_5907030166_8320_9301.pdf 

Department of Mental Health. (2020). Bullying is neglectful, but hidden severity [News article]. Retrieved from 
https://www.dmh.go.th/news-dmh/view.asp?id=30150 

Friedman, R. A., & Currall, S. C. (2003). Conflict escalation: Dispute exacerbating elements of e-mail 
communication. Human Relations, 56(11), 1325–1347. https://doi.org/10.1177/00187267035611003  

Hins, N. H. (2011). Traditional bullying and cyber-bullying: Are the impacts on self-concept the same? 
Unpublished doctoral dissertation. Western Carolina University, Cullowhee, North Carolina, United States 
of America.  

Kemp, S. (2020). Digital 2020: Thailand [PowerPoint slides]. Retrieved from 
https://datareportal.com/reports/digital-2020-thailand. 

Ketsuphan, S., Thongkhambanjong, S., & Sabwiraprakorn, W. (2019). Cyberbullying: Measurement, clustering 
and gender’s difference of undergraduate students. Journal of Education and Social Development, 15(2), 
397–408. Retrieved from https://edu.buu.ac.th/vesd/PDF62-2/a2562-2-404-415.pdf  

Kowalski, R. M., Limber, S. P., & Agatston, P. W. (2008). Cyberbullying: Bullying in the digital age. Malden, 
MA: Blackwell Publishing. https://doi.org/10.1002/9780470694176 

Langos, C. (2012). Cyberbullying: The challenge to define. Cyberpsychology, Behavior, and Social Networking, 
15(6), 285–289. https://doi.org/10.1089/cyber.2011.0588 

Lertratthamrongkul, W. (2021). Cyberbullying among secondary school students: Prevalence, problem-solving 
and risk behaviors. Northeastern University Academic and Research Journal, 11(1), 275–289. Retrieved 
from https://so04.tci-thaijo.org/index.php/neuarj/article/view/249043/170480 

McCann Truth Central. (2017). Truth about youth. Retrieved from http://www.aspathailand.com/?p=15104 

Office of the Higher Education Commission. (2022). Student numbers (bachelor’s degree level) in the academic 
year 2022. Retrieved from 
http://www.info.mua.go.th/information/show_all_statdata_table.php?data_show=2 

Phornprasert, W., & Suttipong, R. (2019). The development of the cyber bullying factor and indicators of 
undergraduate students in higher education institutions. Social Sciences Research and Academic Journal, 
14(3), 31–46. Retrieved from https://so05.tci-thaijo.org/index.php/JSSRA/article/view/ 209869/162140 

Puapongsakorn, N. (2020). Statistics show Thai youth being seriously “cyberbullied” with a top average rate in 
the world [News article]. Retrieved from https://teroasia.com/ news/194261?ref=news 

Sahatsapas, T. (2018). Cyberbullying [News article]. Retrieved from 
https://www.prachachat.net/columns/news-229510 

Samoh, N., Boonmongkon, P., Ojanen, T. T., Samakkeekarom, R., & Guadamuz, T. E. (2014). Youth 
perceptions on cyberbullying. Journal of Behavioral Science for Development, 6(1), 351–364. Retrieved 
from https://ejournals.swu.ac.th/ index.php/jbsd/article/view/3993  

Suksawang, P. (2013). Structural equation modeling. Bangkok: Watana Phanit Printing & Publishing Company 
Limited. 

Tawekanachot, R. (2022). Construction of cyber bully scale for undergraduate students. Unpublished Master’s 
independent study. Naresuan University, Naresuan, Thailand. Retrieved from 
http://nuir.lib.nu.ac.th/dspace/bitstream/123456789/5079/1/63090794.pdf 

Tudkuea, T. (2014). A development of cyber bullying behavioral indicators for youth in Songkhla Province. 
Unpublished Master’s thesis. Prince of Songkhla University, Songkhla, Thailand. Retrieved from 



jel.ccsenet.org Journal of Education and Learning Vol. 13, No. 1; 2024 

100 

https://kb.psu.ac.th/psukb/ handle/2010/10012?mode=full  

Wang, S., & Teaukul, S. (2019). Cyber bullying in undergrad students of health science programs. Thai Journal 
of Clinical Psychology, 50(2), 17–28. Retrieved from 
https://so03.tci-thaijo.org/index.php/tci-thaijclinicpsy/article/view/251921/168874 

Willard, N. (2006). Cyberbullying and cyberthreats effectively managing Internet use risks in schools. Retrieved 
from 
https://docplayer.net/1163745-Cyberbullying-and-cyberthreats-effectively-managing-internet-use-risks-in-s
chools.html 

Wolak, J., Mitchell, K. J., & Finkelhor, D. (2007). Does online harassment constitute bullying? An exploration 
of online harassment by known peers and online-only contacts. Journal of Adolescent Health, 41(6), s51–
s58. https://doi.org/10.1016/j.jadohealth.2007.08.019 

 

Copyrights 

Copyright for this article is retained by the author, with first publication rights granted to the journal. 

This is an open-access article distributed under the terms and conditions of the Creative Commons Attribution 
license (http://creativecommons.org/licenses/by/4.0/). 


