
International Business Research; Vol. 16, No. 10; 2023 

ISSN 1913-9004   E-ISSN 1913-9012 

Published by Canadian Center of Science and Education 

10 

 

Risk Management Culture, Structure, and Process – Theoretical 

Insights and Empirical Evidence 

Minela Nuhić-Mešković1, & Admir Mešković2 

1 School of Economics and Business, University of Sarajevo, Sarajevo, Bosnia and Herzegovina 

2 Faculty of Economics, University of Tuzla, Tuzla, Bosnia and Herzegovina 

Correspondence: Admir Mešković, Faculty of Economics, University of Tuzla, 75000 Tuzla, Bosnia and 

Herzegovina. 

 

Received: June 21, 2023         Accepted: September 7, 2023       Online Published: September 28, 2023 

doi:10.5539/ibr.v16n10p10            URL: https://doi.org/10.5539/ibr.v16n10p10 

 

Abstract 

In the contemporary business environment, companies face a wide range of risks that necessitate effective risk 

management strategies. Risk management can be approached through either a traditional or integrated concept, 

which hinges on a company's ability to avoid, reduce, and transform risks into opportunities. 

This research aims to investigate the risk management practices employed by joint-stock companies in Bosnia 

and Herzegovina. The study will focus on evaluating the risk management culture, structure, and processes 

implemented by these companies. 

The research was conducted using a questionnaire distributed to a sample of 141 companies listed on two stock 

exchanges in B&H. The survey included 31 identified risk management components related to culture, processes, 

and organizational structure. To enhance accuracy, the survey responses were improved using a Likert scale, 

replacing the previous "Yes – No" dummy approach. Before administering the survey, all components were 

validated by a group of experts. The findings revealed that companies in Bosnia and Herzegovina (B&H) have 

inadequately developed components of an integrated risk management concept. 

The research results suggest that B&H companies primarily rely on traditional risk management approaches, 

failing to keep up with the global trend of implementing risk management standards. This situation may lead to 

adverse implications for BH companies and its economy. 
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1. Introduction 

In today's dynamic business environment, companies encounter a diverse array of risks that necessitate effective 

management strategies. The traditional approach to risk management, once prevalent globally, is now being 

surpassed by the integrated method, which is increasingly adopted by companies worldwide. As asserted by Tan 

& Lee (2021), risk management plays a critical role in the success of any enterprise, significantly enhancing the 

value and efficacy of firms (Manas & Setapa, 2021). 

The traditional approach to risk management has a long-standing history in business practices. It primarily relies 

on a silo-based structure, where risk management is confined to individual business units, departments, and 

specific functions. While specialization is essential, this approach limits a comprehensive understanding of risks 

that the entire organization faces, hindering top management's insight into the overall risk landscape. 

Consequently, this segmented approach often results in an inconsistent risk management strategy, as each 

business unit's risk appetite is set independently by managers. The lack of coordination prevents the 

identification of interconnected events and risk factors across different silos, leading to unintended consequences 

and increased exposure to risk. Furthermore, this traditional risk management approach predominantly focuses 

on the negative aspect of risk, leading to strategies aimed at reducing and eliminating risks (Harrington, et al., 

2002). 

As the business landscape evolves, companies recognize the importance of adopting an integrated risk 

management approach. This method emphasizes a holistic view of risks and their interactions, enabling better 

decision-making and risk mitigation strategies. By embracing this forward-thinking approach, organizations can 
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proactively address challenges and seize opportunities, resulting in improved overall performance and resilience. 

The integrative approach to risk management represents a modern and comprehensive form of organizational 

risk management. By addressing risks at all levels of the organization, this approach ensures a holistic 

perspective through transparent information exchange across different "silos" or units. Taking a top-down view 

of risks allows for the identification and quantification of most risks within the organization, along with 

analyzing the interconnections between individual risks. This approach treats the organization's risk as a dynamic 

portfolio, as described by Viscelli et al. (2017). Through this integrative approach, it becomes possible to manage 

risks that are sufficiently negatively correlated between different silos, providing a form of protection or hedging 

within the organization itself. This proactive stance towards risk enables a deeper understanding of risk as not 

solely a threat but also an opportunity. Embracing risk as an opportunity can contribute to safeguarding existing 

values and fostering the creation of new ones, as pointed out by Jalal et al. (2011). 

Although the traditional risk management approach has a long business practice, the integrated concept is at the 

basis of the international standards for risk management ISO and COSO ERM. The chosen approach to risk, 

according to Simouna-Iulia (2014), risk plays a major role in the company's ability to avoid, reduce, and turn 

risks into opportunities. 

Some empirical findings from studies conducted in the region suggest that companies in the area continue to rely 

on traditional approaches for risk management. However, there are currently no studies that specifically confirm 

this situation in Bosnia and Herzegovina (B&H). As a result, the primary objective of this paper is to address this 

knowledge gap and shed light on the risk management practices in B&H. The research addresses the previously 

unexplored concepts and methods of risk management in joint-stock companies in B&H. It focuses on three 

main areas: risk management culture, development of organizational processes, and organizational structure.The 

research question to be answered is: 

RQ: “What risk management approaches are applied by companies in B&H?” 

The following hypothesis is being tested: 

H1: Companies in Bosnia and Herzegovina predominantly rely on traditional risk management approach. 

In the upcoming section of the article, we will provide a comprehensive overview of the relevant literature 

related to risk management practices. Following that, in the third section, we will outline the research 

methodology utilized for this study, including details on the sample selection process. Moving on, the fourth part 

of the article will present the research findings, detailing the risk management approaches employed by 

companies in B&H. Finally, the last section will offer a concise summary of the primary discoveries and key 

insights obtained from the research. 

Undoubtedly, the results and findings will bring benefits not only to academics but also to all stakeholders. The 

research outcomes will improve the comprehension of risk management concepts and aid in identifying crucial 

factors. This will facilitate the implementation of corrective planning and organizational measures to enhance 

risk management practices. The research outcomes are anticipated to make a substantial contribution to 

improving risk management practices, thereby leading to better risk management outcomes for the organization 

and all its stakeholders. 

Based on our findings, it is evident that companies in Bosnia and Herzegovina lack well-developed components 

of an integrated risk management concept. The analysis of risk management culture, structure, and processes 

highlights that B&H companies continue to primarily adopt traditional risk management approaches, and they 

are not aligning with the global trend of implementing risk management standards. 

Theoretical Concepts Of Risk Management 

Two general approaches to risk management are recognized in the literature: traditional and integrative. The 

traditional concept of risk management is characterized by a silo-based concept of risk management, where 

company risks are identified, assessed, and managed at the level of individual business units, departments and 

functions, which very often results in a mismatched approach to risk management in the company. Segmentation 

at the level of business functions very often results in an increase in risk exposure. The focus of this approach is 

on the negative side of risk, which consequently results in risk management based on reduction and elimination 

strategies (Harrington, et al., 2002). 

An integrative approach to risk management methodically considers all individual activities of the organization, 

and recognizes the positive, upside, and negative, downside, aspects of risk with the aim of protecting and 

creating new value and reducing the consequences of risk. In this sense, this approach does not rely exclusively 
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on strategies to eliminate and reduce the negative effects of risk, but approaches a risk management process that 

ensures the identification, measurement, control, exploitation and monitoring of all relevant risks with the aim of 

achieving long-term value for owners (Celona et al., 2011). Although the focus of the approach is on key risks, 

this approach considers all types of risks that the organization may face, and the overall risk exposure is 

expressed at the level of the organization. The integrative risk management approach proposes a paradigm shift 

in risk management that enables organizations to assess their position on risks, identify and prioritize risks, and 

determine which risks should be accepted, mitigated or avoided in the process of integrative and holistic 

auditing. 

The main difference of this approach compared to the traditional one is its integrative nature, which combines 

different types of risks and unifies them towards the general goals of the organization (Rodriguez and Edwards, 

2009). Banham (2005) summarizes the main differences between traditional and integrative approaches to risk 

management. 

Table 1. Traditional vs. integrated risk management approach 

Traditional risk management approach Integrated approach to risk management 

Segmented by departments/silos Comprehensive, Integrative/holistic 

The risk is considered individually Risk is seen as part of business strategy 

Risk identification, analysis and risk 
reduction 

Risk portfolio development, risk optimization 

Random risk quantification Risk monitoring and measurement 

Risk as a threat Risk as an opportunity 

Focus on loss reduction within one 
business unit 

Focus on reducing risk, preserving sustainability, protecting, and increasing 
value at the organizational level 

Reactive and sporadic Proactive and continuous 

Source: Banham (2005) 

Conceptual, theoretical frameworks, standards of risk management in organizations, which makes risk 

management a standardized process: 

 ISO 31000:2009 Risk Management – Principles and guidelines, which was revised in 2018 to ISO 

31000:2018 – Risk management guidelines. 

 COSO ERM – Integrated framework for risk management developed by the Committee of Sponsoring 

organizations of Tradeway Commission in 2004, revised in 2017 in the standard COSO ERM – 

Integrating with strategy and performance supports the creation and implementation of risk 

management processes on an integrated, holistic basis. 

Although there are numerous guidelines, instructions, and guides adopted for risk management, their common 

denominator is a strategically integrated approach to risk management at all organizational levels. According to 

this perspective, risk management is closely related to strategy and permeates all levels of the organization 

(Fraser and Simkins, 2010), aiming to foster a culture of risk management throughout the entire organization 

(Farrell, Gallagher, 2015). 

The ISO 31000 standard for risk management is widely regarded as one of the best practices for designing risk 

management systems in both profit and non-profit organizations. This standard incorporates the best elements of 

previously developed risk management standards. Initially established by the International Organization for 

Standardization (ISO), the framework for risk management was subsequently revised in 2018. This update was 

prompted by the evolution of economic systems and the emergence of new risk factors that needed to be 

addressed to ensure the standard's relevance and effectiveness. 

The revised version of the ISO framework ISO 31000:2018 places more emphasis on the involvement of senior 

management and the integration of risk management into the organization, compared to the original version. It 

recommends developing a statement or policy affirming the commitment to risk management, assigning 

authority, responsibility, and accountability at appropriate levels within the organization, and allocating 

necessary resources to risk management. Furthermore, the revised standard now advocates integrating risk 

management into the structure, processes, objectives, strategy, and activities of the organization, aligning them 

with the organizational culture (Rampini et al., 2019). It also prioritizes value creation as a key driver of risk 

management and includes principles such as continuous improvement, stakeholder involvement, adaptability to 

the organization, and consideration of human and cultural factors (Hutchins, 2018). The revised content is 

simplified to maintain an open systems model, enabling regular feedback exchange with the external 

environment and adaptation to diverse needs and contexts (Simona, Cristian, 2018). Risk management according 
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to ISO 31000 is built on established principles, frameworks, and processes, ensuring efficiency, effectiveness, 

and consistency throughout the risk management process. 

COSO ERM (Enterprise Risk Management) from 2017 distinctly differentiates between risk management and 

internal control. Its primary objective is to promote the integration of risk management strategy and processes, 

linking them explicitly to achieved performance, and enhancing their connection with the decision-making 

process in the organization (Prewett and Terry, 2018). The framework places greater emphasis on the relationship 

between risk and value, highlighting the advantages of an integrative approach to risk management. Additionally, 

it underscores the role of organizational culture in achieving successful ERM (Fox, 2018). COSO suggests that 

over time, ERM can enhance organizational resilience by enabling the anticipation and response to changes. It 

aids organizations in identifying factors that represent not only risks but also opportunities for change and the 

ways in which that change can impact performance and alter strategy. The guidelines also emphasize the 

importance of setting and periodically adjusting the strategy, in line with the continuous opportunities for value 

creation and the challenges that arise (Rubino, 2018). By synthesizing individual components of conceptual and 

regulatory frameworks, several authors, including Zheng et al. (2010), Viselli et al. (2016), Lai, Shad (2017), Lai, 

Samad (2010), and Monda and Giorgino (2013), have identified three key components crucial for effective and 

efficient risk management: organizational risk culture, organizational processes and organizational structure 

adapted to these processes. 

Risk management culture 

In the context of the risk management process, risk culture reflects shared values, goals, practices, mechanisms 

and attitudes that embed risk in the organization's decision-making processes and risk management in its 

activities (RMA, 2013). A well-designed and implemented risk culture in an organization creates a favorable 

environment for ERM implementation. Social aspects involved in ERM implementation cannot be neglected 

(Jean-Jules & Vicente, 2021). Ghafoori et al.(2023) identified seven unique factors of risk culture: management 

commitment to risk, psychological safety, incentives, risk capability and training, risk communication, risk 

strategy, and risk support of risk culture. 

A risk culture that is effectively and efficiently embedded in business processes and practices can be a carrier of 

additional value in the organization (Kanu, 2020). A study conducted by Protiviti and RMA (2013) emphasizes 

the importance of management's commitment to developing a risk culture for effective and efficient risk 

management processes. Zhao et al (2013) appreciate that the commitment of management is the most important 

component of organizational culture, because risk management goes precisely from the "top down" direction. 

Risk management policy implies basic general principles of risk management of organizations, which is relevant 

for all aspects of risk management. Common values, beliefs, attitudes are based on it, which is why it is 

necessary to ensure that the risk management policy is understandable and accessible to all members of the 

organization (Moeller, 2007). A risk management policy is not only a written document, but also implemented in 

the day-to-day operations of the organization (COSO, 2004). ISO (2018) states that the risk management policy 

should take into account the company's goals, responsibilities, as well as the framework of the entire risk 

management process (Hopkin, 2012). 

According to RMA (2013), the existence of established appetites for risk can be considered as an indicator of the 

establishment of a risk culture. The materiality of the risk and the organization's capacities at its disposal, which 

in addition to financial resources also include other resources, human, material, etc., are related to defining risk 

appetite. In order to acquire an effective risk management culture, the framework for risk appetite should be 

formally established, well defined and supported by a clear rational policy that is consistent with ERM and well 

communicated throughout the company (S&P, 2013). 

Hillson et al. (2011) identified four ways in which understanding and expressing risk appetite can benefit 

organizations. Firstly, comprehending and expressing risk appetite aids in the process of setting strategies, 

enabling organizations to align their risk-taking behavior with their overall objectives. Secondly, it results in a 

balanced risk profile, ensuring that the organization takes on risks that are acceptable and aligned with its risk 

tolerance, while avoiding those that may be detrimental. Thirdly, understanding and expressing risk appetite 

facilitate the identification of risks that should be avoided, as well as risks that may present opportunities to be 

taken advantage of. Lastly, this approach contributes to more effective risk management by establishing 

appropriate limits for risk-taking. This, in turn, leads to better and more consistent decisions by decision-makers, 

ultimately resulting in greater shareholder value. By embracing risk appetite as a guiding principle, organizations 

can enhance their risk management practices and achieve a more resilient and successful operation in an 

increasingly uncertain business environment. 
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Risk tolerance is defined as "an acceptable level of variation in relation to the achievement of a specific 

objective" (COSO, 2004). On the other hand, S&P (2013) describes risk tolerance as "a quantitative statement of 

risk appetite," specifying the maximum acceptable losses and guiding management in making risk-related 

decisions. It is essential for an organization to have a clear rationale for its chosen risk tolerance, which should 

directly relate to its strategic goals, available resources, and expected values, and be aligned with its risk appetite. 

In practice, the units used to measure the company's performance can also be used as the units for expressing risk 

tolerance. By establishing well-defined risk tolerance levels, organizations can effectively manage risk, ensuring 

that the risks taken are within acceptable limits and in harmony with the organization's overall risk management 

strategy and objectives. This approach promotes consistency in decision-making and aids in maximizing value 

creation while minimizing the potential negative impacts of risks. 

Richter (2014) states that an appropriate and healthy risk culture encompasses several aspects. The author 

primarily emphasizes the importance of the integrity of the organization, and the establishment of clear risk 

management principles that pervade the entire organization. Risk management guidelines must be promoted by 

company managers, and all employees are involved and responsible for risk management. Promoting active 

learning and rewarding risk-appropriate behavior is necessary for the company's survival and adaptation to new 

risks. 

In the domain of motivation, organizations should align motivation systems through performance management 

models, which implies their alignment with the risks taken and the responsibilities assigned and the results 

achieved. Also, this component implies the provision of incentive mechanisms that encourage prudent 

risk-taking at all organizational levels. Farrel and Hoon (2009) argue that developing an organizational risk 

culture is essential and a necessary element of implementing good risk management practices. 

Risk process 

Conceptual framework of integrative risk management differs from the traditional concept of risk management, 

including formalised risk management processes (Lundqvist, 2015). Risk management processes typically 

include risk management objectives, identification and assessment, risk treating, and monitoring and reporting. 

The risk management process, together with personnel capability and quality management system positively 

affect the performance of a companies (Rizal & DP, 2022). 

In the process of creating value for shareholders, companies are faced with numerous activities and processes 

that carry with them certain risks. Ignorance, poor assessment and management of the main risks faced by the 

company can result in significant losses of value for the most important stakeholders. Therefore, management 

must implement processes for efficient management of all significant risks faced by the company. The risk 

management process is carried out in five interconnected steps: 1) Determination of strategy and objectives 2) 

Risk identification 3) Risk assessment 4) Risk treatment 5) Risk control 6) Risk monitoring and reporting. 

Different techniques and tools are used for effective results in certain stages of the risk management process. 

Colin (2018) published an overview of the most important methods and techniques for the effective implantation 

of risk-managed processes. The techniques used can have a qualitative or quantitative character. The first 

describes the risks and their possible effects on the organization's performance in a descriptive way, while 

quantitative techniques determine the range of risk's impact on the organization's results, including the 

probability of those effects. Bognar and Benedek (2023) emphasize the importance of individual risk assessment, 

using more than one risk assessment method  in complex environment. According to Simon(2000) in 

determining the most appropriate technique, factors are considered: the availability of human, time, and 

infrastructure resources for the analysis, as well as the analyst's experience in applying the techniques, the 

complexity of the situation, the phase, available information and the purpose of the analysis. 

Organizational structure 

Carey (2011) emphasizes the importance of organizational structure on the effectiveness of risk management in 

financial institutions, and his views are supported by Yaraghi, Langhe (2011) who claim that organizational 

structure is a crucial success factor in the risk management model. Protiviti (2011) emphasizes that without an 

appropriate organizational structure, risk management will not be effective. Lunqvist (2015) appreciates that the 

conceptual framework of ERM differs from the traditional concept of risk management for the management 

structure that is adapted to risk management processes, which is reflected in the structure, centralized approach, 

established responsibilities, and formalization of the process. Some researchers showed that crises such as 

COVID-19 can have an impact on the organizational structure and risk-taking behavior of risk officers 

(Metwally & Diab, 2022). The organizational structure plays a pivotal role in risk management's effectiveness 

within financial institutions, as highlighted by Carey (2011) and supported by Yaraghi, Langhe (2011). 
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According to Protiviti (2011), an appropriate organizational structure is vital for risk management to be effective. 

Zhu and Mishra (2023) stated that the structure and operations of a company reflect its ERM system. Lunqvist 

(2015) also acknowledges that the conceptual framework of Enterprise Risk Management (ERM) differs from 

the traditional concept of risk management, with an emphasis on the management structure's alignment with risk 

management processes, including structure, centralized approach, established responsibilities, and formalization 

of the process.Furthermore, research by Metwally & Diab (2022) indicates that crises such as the COVID-19 

pandemic can impact the organizational structure and risk-taking behavior of risk officers. The effectiveness of 

risk management is contingent upon an organization's ability to establish a sound and appropriate organizational 

structure that supports risk management practices and aligns with the organization's overall risk management 

strategy. COSO (2004) identified the organizational structure of risk management as one of the most important 

components of risk management in an organization. A formal, well-defined, and independent organizational 

structure of risk management is the basis of effective implementation of risk management (S&P, 2005). In this 

sense, it is the board of directors that has the ultimate responsibility in ensuring adequate systems of internal 

controls and risk management. Lam (2001) recognizes the responsibilities of the board of directors in terms of 

designing a good governance structure to organize risk management and oversight activities. Also, the board is 

responsible for establishing risk policies and tolerance levels, that is, articulating risk appetite. Finally, boards 

should establish assurance and feedback processes to assess the effectiveness of the risk management process. 

Garratt (2010) states that risk management must be integrated into the four basic responsibilities (functions) of 

the board of directors: policy formulation, strategy formulation, management control and accountability to 

owners. 

The organizational structure of risk management should enable periodic review and insight into existing risks, 

fulfilling at the same time its supervisory role. In the context of responsibility towards the owners in the process 

of risk management, the basic task of the board is to ensure the acceptance of risks within acceptable capacities, 

which will contribute to the preservation and creation of new value. Malik et al (2020) in the context of the 

organizational structure emphasize the importance of the existence of the risk committee, looking at it through 

several dimensions: size, independence, number of meetings, expert composition, and gender diversity. Protiviti 

(2011) emphasizes that the addition of independent directors to risk committees is necessary to build objective 

communication between the board and management regarding risk management activities. 

Lam (2001) recognizes the importance of the Chief Risk Officer (CRO) function. De La Rosa (2006) states that a 

good CRO has a developed awareness of risk, knows the main business processes, has quality education in risk 

management, communication skills that include the ability to work closely with individuals at all levels, and 

adaptation skills. According to Moller (2007), the main responsibilities of the CRO are aimed at managing the 

risk assessment process throughout the organization, implementing appropriate corrective actions, and 

communicating problems and events at all levels of the company. Characteristics of a strong CRO include 

independence from any line of business, membership in the executive / board of directors which gives it direct 

influence over strategy, and gives it the ability to challenge and potentially veto risk-related decisions. 

A direct line of reporting to the executive director, and according to some research, a secured line of direct 

reporting to the Supervisory Board are additional indicators of the strong function of the CRO (IFC, 2012). 

Many studies use the existence of an ERM function as a proxy indicator of ERM implementation (Liebenberg, 

Hoyt, 2003; Hoyt and Liebenberg, 2011, Lechner, Gatzert, 2018). 

Burnaby, Hass (2009) give special importance to a separate ERM department, led by the CRO, in an efficient 

risk management process. Moeller (2007) states that for the efficient work of the CRO, it is necessary to provide 

a supporting department, with a supporting group of experts. He also suggests that a separate risk management 

department should have a status like the internal audit function, which has the human resources to review all 

levels and controls in the organization. The author also recognizes the main differences between the internal 

audit department and the risk management department. Unlike the internal audit department, which has the 

mandate to review internal controls and recommendations for improvement, the risk department recognizes risks 

with a proactive approach, and while the audit department does not participate in the implementation of 

recommendations, the risk management department is involved in risk management processes at all stages, from 

identification, assessment, management, monitoring to documenting and reporting on risks. 

The risk management function in any organization should be given appropriate status, authority, and resources 

(IFC, 2012). A separate department for risk management, which is ensured independence from other business 

functions, should cover all types of risks and business lines, while being directly responsible to the CRO, which 

reports directly to the executive director or the board of directors. Further functional specialization is possible 



http://ibr.ccsenet.org     International Business Research                   Vol. 16, No. 10; 2023 

16 

 

depending on the risk management policy and organizational needs. A dedicated risk function plays a key role in 

identifying, assessing and managing the overall risks facing an organization. In the risk function, sufficient 

relevant experts should be employed, who not only have a good understanding of the concept of risk itself, but 

also of the products and markets that are monitored, and adequate technological resources should be provided. 

The independence of the ERM function is associated with greater oversight, and a lower likelihood of possible 

fraud and misreporting (Malik et, 2020). Ng et al. (2013) claim that an independent assessment of key risk areas 

could minimize the firm's exposure to significant risks. The risk management function, just like other business 

functions, must have an independent reporting line directly to senior management - the CEO. Elimination of a 

possible conflict of interest is achieved by establishing key controls and ensuring the development of functions. 

Separation of functions is an imperative step towards establishing proper risk management (IFC, 2012). 

2. Method 

The main objective of this research is to address the lack of adequate knowledge about the risk management 

practices employed by companies in Bosnia and Herzegovina. To achieve this, the study focuses on 

understanding the various elements of the risk management culture, processes, and organizational structure that 

support risk management. 

The research was conducted in 2021, on joint-stock companies operating in Bosnia and Herzegovina, 

specifically those with stable business continuity, regardless of their financial performance. Companies 

undergoing bankruptcy proceedings, liquidation, organizational/legal changes, or facing blocked banking 

accounts were excluded from the study. Additionally, investment funds were not considered due to their unique 

financial reporting characteristics. The sample was stratified to represent the population's sectoral distribution 

accurately. A total of 579 e-mail addresses were approached with the survey questionnaire, and 141 companies 

provided complete responses. 

The questionnaire used for the survey asked the companies in Bosnia and Herzegovina to conduct 

self-assessments on a scale of 1 to 5 for each of the 31 components related to effective and efficient risk 

management. Based on components previously identified in the literature (see: Monda & Giorgino, 2013), the 

authors developed a questionnaire.  

The identified components underwent validation by an expert group led by Monda & Giorgino (2013). 

Additionally, a local expert group comprising eight members from Bosnia and Herzegovina confirmed the 

relevance of these components for assessing the maturity of risk management models in developing countries. 

Unlike Monda and Giorgino's binary approach (yes or no questions), the survey questionnaire used a scale 

ranging from 1 to 5, where 1 represented "not at all," 2 "minimally," 3 "partially," 4 "significantly," and 5 

"completely" in terms of risk management implementation. Additionally, the assessment of internal consistency 

or reliability was conducted using the Cronbach's alpha test. 

The surveys were directly gathered from senior top management and individuals responsible for risk 

management. 

In the paper, descriptive statistics were primarily used. The data analysis was performed using the Stata software. 

3. Results 

Through a survey of companies, an analysis was carried out by individual components that are recognized in the 

literature as part of an effective and efficient risk management model. There are 31 components that encompass 

aspects of risk management culture, organizational processes, and organizational structure. On a scale from 1 

(not at all) to 5 (completely), company managers evaluated the extent to which individual components were 

implemented. The Cronbach's alpha reliability test value of 0.9799 confirmed the internal consistency of the 

questionnaire.  

In the segment of the organizational culture of risk management, which included 10 individual components, out 

of 141 companies from the sample, it was determined that more than 34% of companies were evaluated in the 

range from 1 (not at all) to 3 (partially) for all components. 

Regarding individual components, 65.96% of companies from the sample rated the "Commitment of 

management and board of directors" component with grades 4 and 5, which represents the best-rated individual 

component in the segment of risk management culture. It is followed by the components "Clear communication 

of goals, policies and risk tolerance thresholds throughout the entire organization", with 42.55% of responses - 

completely, and significantly, and the component "Sharing information about risk", where 39% of companies 

declared that in the last three years or longer, has implemented an information system. 63.83% of companies 
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stated that they did not implement any of the risk management standards. 25.54% of them rated this component 

minimally or partially, while only 10.64% of companies rated that some of the risk management standards were 

fully or significantly implemented. This is also the worst-rated component in the segment of organizational 

culture. Almost a third of companies (32.62%) declared that they do not implement learning programs for 

employees at all, while more than half (51.06%) implement such programs on an annual or semi-annual basis. 

Only 16.32% of companies from the sample stated that learning programs are conducted quarterly, monthly, or 

more often. 

Table 2. Responses per component – Organisational risk culture 

 1 – 

not at all 

2 - 

minimal 

3 - 

partially 

4 - 

significant 

5 - 

completely 

Total 

Components N % N % N % N % N % N % 

Board of directors and top 

management commitment 
4 2.84 7 4.96 37 26.24 52 36.88 41 29.08 141 100.00 

Clear defining and communicating 

of a RM policy 
28 19.86 9 6.38 58 41.13 33 23.40 13 9.22 141 100.00 

Risk appetite definition and an 

explicit risk-appetite statement 
54 38.30 16 11.35 33 23.40 29 20.57 9 6.38 141 100.00 

Definition of a risk tolerance 

threshold for each objective of the 

organisation considering the risk 

appetite 

21 14.89 25 17.73 52 36.88 34 24.11 9 6.38 141 100.00 

Clear communicating of objectives, 

policies, and risk tolerance 

thresholds throughout the entire 

organisation 

8 5.67 18 12.77 55 39.01 45 31.91 15 10.64 141 100.00 

Common risk language shared 

within the organisation 
90 63.83 17 12.06 19 13.48 9 6.38 6 4.26 141 100.00 

Sharing and communicating risk 

information 
35 24.82 21 14.89 30 21.28 13 9.22 42 29.79 141 100.00 

Organising learning programs for 

employees 
46 32.62 51 36.17 21 14.89 19 13.48 4 2.84 141 100.00 

Designing a remuneration and 

incentive system 
28 19.86 43 30.50 36 25.53 28 19.86 6 4.26 141 100.00 

Integrating RM with the 

Performance Measurement System 

(PMS), particularly with the 

Balanced Scorecard (BSC) 

25 17.73 42 29.79 49 34.75 20 14.18 5 3.55 141 100.00 

Source: Authors 

 

Almost a third of the companies (31.91%) from the sample stated that the organizational processes are not 

covered by the information system at all, a third of them rated this component minimally or partially, while 34.76% 

of the companies stated that the organizational processes are covered by the information system significantly or 

entirely. Although more than 36.17% of companies assessed that they have established risk identification and 

treatment processes, only 26.96% of companies assessed that they keep and maintain risk registers, while 17.73% 

stated that the risk registers are in the preparation phase. Stjepić et al. (2021), in their research on sample of 

Croatian companies, note that Croatian companies are lacking the technology infrastructure as well as a possible 
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lack of BIS integration with existing systems, tools, software, business processes, and values within the Croatian 

SMEs.  The largest percentage of companies perform risk assessment on an annual basis (44.68%), using the 

subjective assessment of appraisers (39.01%). Only 4.96% of companies from the sample assessed that the 

integration of all risks and assessment of the connection between them was fully implemented. 

Table 3. Responses per component – Risk Management Process 

 1 – 
not at all 

2 - 
minimal 

3 - 
partially 

4 - 
significant 

5 - 
completely 

Total 

Components N % N % N % N % N % N % 

Integration of RM in the strategic 
and business plans 

13 9.22 41 29.08 45 31.91 29 20.57 13 9.22 141 100.00 

Implementation of an efficient and 
effective process for identifying all 
relevant potential risks 

9 6.38 23 16.31 58 41.13 33 23.40 18 12.77 141 100.00 

Creation and maintenance of a risk 
register 

33 23.40 45 31.91 25 17.73 19 13.48 19 13.48 141 100.00 

Risk classification into risk 
categories (e.g., strategic, 
operational, financial, and 
compliance, or strategic, operational, 
financial, and hazards) 

13 9.22 30 21.28 55 39.01 25 17.73 18 12.77 141 100.00 

Periodical repetition of the risk 
assessment process 

21 14.89 63 44.68 24 17.02 21 14.89 12 8.51 141 100.00 

Using qualitative and quantitative 
techniques in risk assessment formal 
process 

24 17.02 55 39.01 19 13.48 4 2.84 39 27.66 141 100.00 

Prioritisation of risks on a residual 
basis 

19 13.48 40 28.37 45 31.91 27 19.15 10 7.09 141 100.00 

Risk integration in a risk portfolio 
and evaluation of correlations 
between them 

32 22.70 35 24.82 44 31.21 23 16.31 7 4.96 141 100.00 

Defining treatment strategy 
(avoidance, reduction, sharing, 
retention), considering a trade-off 
between costs and benefits, for each 
risk 

9 6.38 25 17.73 56 39.72 39 27.66 12 8.51 141 100.00 

Development of adequate 
contingency plans 

21 14.89 34 24.11 35 24.82 36 25.53 15 10.64 141 100.00 

KRI system developing for 
monitoring risk exposure and ensure 
it is coherent with KPIs and firm 
strategy, inclusive with correction 
and escalation plans if risks exceed 
the limits 

33 23.40 36 25.53 39 27.66 25 17.73 8 5.67 141 100.00 

Existence of a periodic risk-reporting 
system 

10 7.09 67 47.52 28 19.86 30 21.28 6 4.26 141 100.00 

Properly using the technology as an 
aid to support risk management 
activities 

45 31.91 23 16.31 24 17.02 30 21.28 19 13.48 141 100.00 

Source: Authors 

Almost half of the companies (47.52%) report annually, while 25.53% stated that reporting is quarterly or more 

often. 10.64% of companies assessed that they prepare plans for crisis situations, while 5.67% of them 

significantly or completely tested recovery plans to ensure the operation of key operations in crisis situations. 

The third segment, which includes the components of the organizational structure, clearly indicates the worst 

ratings compared to the previous two analyzed segments. Thus, 74.47% of companies from the sample stated 

that they do not have an appointed chief risk manager. Only 14.18% stated that they have had a chief risk 

manager for more than three years, while 3.54% of companies stated that he is in the process of being selected. 

17.03% of companies stated that they have had a dedicated function/department in charge of risk management 

for more than a year, while almost two thirds of companies (65.96%) do not have a separate systematized 

function of the risk department. 
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Table 4. Responses per component – Organisational structure 

 1 – 
not at all 

2 - 
minimal 

3 - 
partially 

4 - 
significant 

5 - 
completely 

Total 

Components N % N % N % N % N % N % 

Appointment of a CRO 105 74.47 5 3.55 10 7.09 1 0.71 20 14.18 141 100.00 

Building a dedicated RM function 93 65.96 24 17.02 4 2.84 3 2.13 17 12.06 141 100.00 

Designation of a RM group or 
team to support CRO's job 

114 80.85 10 7.09 5 3.55 2 1.42 10 7.09 141 100.00 

Independence of RM function 
(direct reporting of CRO to board 
or to CEO) 

95 67.38 12 8.51 13 9.22 12 8.51 9 6.38 141 100.00 

Identifying risk owners 
responsible for the identification 
and management of each risk 

23 16.31 63 44.68 14 9.93 12 8.51 29 20.57 141 100.00 

Defining and communicating of 
roles and responsibilities for the 
management of risks 

28 19.86 30 21.28 41 29.08 30 21.28 12 8.51 141 100.00 

Integration of the process of RM 
among all the business functions 
and unit 

32 22.70 33 23.40 33 23.40 24 17.02 19 13.48 
 

141 
 

100.00 

Involving all employees, at all 
levels, in RM process 

19 13.48 34 24.11 52 36.88 33 23.40 3 2.13 141 100.00 

Source: Authors 

80.85% of companies from the analysed sample confirmed that there are no groups or teams that support the 

work of the chief risk manager. Instead, 44.68% of the companies in the sample stated that risk identification is 

most often carried out by the accounting department, while 14 of them (9.93%) use internal audit departments 

for this. 29.08% stated that a separate risk management department or appointed process owners are responsible 

for this. 

Regarding the determination of roles and responsibilities in the risk management process, 19.86% of companies 

declared that the roles and responsibilities in the risk management process were not clearly defined. Less than a 

third of the analyzed companies (29.79%) rated this component significantly or completely satisfied. Also, only 

30.50% of companies indicated that the business processes in the company were identified and documented, 

while more than 46.10% of companies estimated that this process was not completed at all or was completed to a 

minimal extent. Only 2.12% of companies assessed that their employees are fully involved in risk management 

processes, and the largest percentage of companies, 36.88%, stated that they rated this component partially. 

4. Discussion 

The conducted research is filling the gap about the hitherto undefined concepts and methods of risk management 

in joint-stock companies in B&H, in the segments of risk management culture, development of organizational 

processes, and organizational structure. Surveys were collected directly from the highest top management and 

persons in charge of risk management. 

Based on the conducted research, it was confirmed that companies in B&H do not have developed components 

of an integrated concept of risk management. The development of the components of the risk management 

culture, structure, and process indicate that B&H companies still predominantly rely on traditional risk 

management approaches, which is in line with the results of research from neighbouring countries. 

Risk management models, in the absence of a risk management culture and a supporting structure, tend to rely 

more on components of the traditional approach to risk management. The identified findings, indicating the lack 

of risk management culture and well-developed organizational structures required for implementing an 

integrated risk management concept in B&H companies, align with research conducted in neighboring countries 

such as Croatia and Serbia by Sprčić et al. (2017) and Barjaktarović et al. (2017). 

Furthermore, these findings align with the estimates of Hofstede Insights, which, within the framework of 

Hofstede's (1993) fourth dimension of national culture, assess Bosnia and Herzegovina very highly, with as 

many as 87 points, in terms of uncertainty avoidance. This indicates that as a nation, we are more inclined to let 

the future simply unfold, rather than attempting to control and manage it through specific methods and 

techniques. If we equate the future with risk, which is often the case, it can be interpreted that we are more prone 

to situations where risk simply occurs, instead of being actively managed and controlled. 

The failure to effectively manage risk leads to perceiving it as a danger rather than an opportunity, which is 
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characteristic of the traditional risk management approach. Consequently, people tend to avoid risks and become 

intolerant of unconventional behavior and ideas. This cultural trait may contribute to the lack of a 

well-established risk management culture and a preference for traditional risk management methods in B&H 

companies. 

It is indisputable that the results and findings will be beneficial not only to academics but also to all stakeholders. 

The research outcomes will enhance the understanding of risk management concepts and assist in identifying key 

factors. This will enable the implementation of corrective planning and organizational actions to improve risk 

management practices. The research outcomes are expected to contribute significantly to enhancing risk 

management practices and ultimately leading to better risk management outcomes for the organization and its 

stakeholders. 

5. Conclusion 

Our results indicate that companies in Bosnia and Herzegovina do not have developed components of an 

integrated risk management concept. The development of risk management culture, structure, and processes 

indicates that B&H companies still predominantly rely on traditional risk management approaches, and they are 

not following the global trend of implementing risk management standards. In line with findings from 

researchers in the region, particularly Croatia and Serbia, it is evident that companies in B&H lack a 

well-developed risk management culture and a supporting structure for implementing advanced risk management 

approaches. 

As a limitation of the study, the sample size on which the research was conducted could be considered. 

Additionally, relying on only one methodological approach in the research, such as the questionnaire, could be 

an additional limitation of the study. Combining multiple different methods, such as interviews, case studies, or 

document analysis, could provide deeper insights and validation of the results. Furthermore, the research was 

conducted shortly before and during the COVID-19 coronavirus pandemic, so not all dimensions of risk 

regarding the COVID pandemic may have been covered. Additionally, in questionnaire-based research, there is 

always a risk of subjectivity from the respondents. There is a possibility that some responses from executive staff 

or individuals responsible for risk management may be subject to subjective assessments and unrealistic reports. 

In a methodological sense, further research on the application of conceptual models of risk management can 

contribute through studies that will be based on the study of risk management of one sector or activity, that is, a 

comparison of two or at most three business areas. Research can cover not only companies organized in the form 

of joint-stock companies but also other forms of organizing business entities. Additionally, comparisons of risk 

management experiences between domestic and foreign companies are possible. Moreover, future risk 

management research can be conducted at the level of individual-specific companies through a case study 

approach, enabling a more detailed analysis of individual segments of organizational culture, risk management 

processes, and structures, along with recommendations for further improvement. By exploring these various 

avenues, researchers can gain deeper insights into the effectiveness and applicability of different risk 

management approaches in different organizational contexts and sectors. 
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