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Abstract

The emergence of cloud computing is quickly redefining the information technology (IT) and business landscape. Cloud computing involves delivery of IT infrastructure, software and platforms as a service to the end users. This IT acquisition model saves organizations from huge capital expenditures on IT and the burden of keeping a huge IT department to provide system support. Cloud computing as an IT innovation is steadily generating a lot of interest within IT innovation researchers and practitioners. Extant research in IT innovation has heavily relied on the dominant paradigm which explains and predicts innovation adoption on the basis of economic-rationalistic models. These models assume a direct relationship between an organization’s innovator profile and the quantity of adoption in terms of earliness, frequency and extent of adoption. Further, they have always assumed a positive relationship between the quantity of innovation and quality of innovation. The advent of radical IT innovations like cloud computing calls for a rethinking of the dominant paradigm in terms of its efficacy in explaining innovative behaviors in organizations. Organizations hoping to adopt cloud computing are in need of a unifying IT innovation model that will help them discern whether, when and how to innovate. That is, they are concerned about the quality of innovation. This study proposes an IT innovation adoption model that incorporates the concept of mindfulness as a moderating factor between quantity of innovation and quality of innovation. The proposed conceptual model is a result of a thorough literature review of the IT innovation adoption research. This study, though conceptual, enriches cloud computing research by proposing an IT innovation model that suits its radical nature compared to other IT innovations. The proposed model once validated will also be of valuable use to practitioners and researchers interested in cloud adoption.
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1. Introduction

Information Technology has always played the role of a disruptive force that somehow connects discontinuities and changes business models, ecosystems or even the world order. Cloud computing is another such phenomenon that has attracted increasing attention from both researchers and practitioners as a new paradigm of information technology (S. Yang & Hsu, 2011). Cloud computing has been described as one of the technological shifts within the last decade (Wang, Rashid, & Chuang, 2011) enabling a massive transformation of the entire computing industry in the 21st century (“IDC Cloud,” 2013). As a result, cloud computing has become a popular topic for blogging, white papers, workshops, conferences and even magazines (Armbrust et al., 2010).

An international study on key information technology and management issues ranked cloud computing as 2nd and 3rd in terms of top application and technology developments in 2011 and 2012 respectively (Luftman&Zadeh, 2011; Luftman et al., 2012). Worldwide revenue from public IT cloud services exceeded $21.5 billion in 2010 and will reach $72.9 billion in 2015, representing a compound annual growth rate (CAGR) of 27.6% (“IDC Cloud,” 2013). This rapid growth rate is over four times the projected growth for the worldwide IT market as a whole which stands at 6.7% (“IDC Cloud,” 2013). This relative novelty and exploding growth of cloud computing makes it an exciting area for IT innovation research (H. Yang & Tate, 2009). Cloud computing cannot be sufficiently understood as a standalone phenomenon in the IT market, but rather as a core ingredient of a larger transformation of the IT industry since it impacts the entire IT ecosystem. Cloud computing therefore makes a compelling business case on both technical and commercial aspects (KPMG, 2011).

The adoption and assimilation of IT innovation has been a key area of investigation within the information
systems research community for the past two decades (S. Yang & Hsu, 2011). These studies on IT innovation have been conducted mainly using economic-rationalistic models (Abu-Khadra & Ziadat, 2012; Fidock & Carroll, 2010; S. Yang & Hsu, 2011). These economic-rationalistic models have been collectively referred to as the dominant paradigm (Benbasat & Barki, 2007; Fichman, 2004). Studies using the dominant paradigm models have mainly focused on the relationship between the innovator profile of an organization and the quantity of innovation (timing, rate and implementation of IT innovation). These studies have been criticized for not being able to allow for complex interactions among the factors that go beyond simple linear or multiplicative effects (Fichman, 2004). The dominant paradigm models also assume that there is always a positive relationship between the quantity of innovation and the quality of innovation, also conceptualized as the performance outcomes (Fichman, 2004). Studies such as Ragin (1999) that used the innovation configuration perspective suggest that this may not be true.

The advent of cloud computing as a radical IT innovation, that has transformed how IT resources are acquired, provides an opportunity for IT innovation research to go beyond the dominant paradigm. While in the dominant paradigm, organizations must have certain characteristics (innovator profile) in order to innovate with technology successfully, Cloud computing provides new ways of acquiring technology that may not depend on the traditional innovator profile. Again, cloud computing is a multilayered innovation with several technologies and stakeholders whose successful adoption may not be explained by simple linear models. Researchers have argued that it is not possible to have a single theory that applies to all types of innovations (Baker, 2012) because innovations are of different types (Swanson, 1994). Given that the adoption of cloud computing is still at an early stage of development among OECD countries (OECD, 2010) and by extension developing countries, the main concern by organizations is reliability. This study proposes an IT innovation model that incorporates the theory of mindfulness in order to address the reliability concern in cloud adoption and to moderate the link between quantity of innovation and quality of innovation. This work responds to calls in IS literature for the incorporation of mindfulness in IT innovation research (B. S. Butler & Gray, 2006; Fichman, 2004; Swanson & Ramiller, 2004).

The remainder of this paper is organized as follows. First is a review of cloud computing concepts. This is followed by theoretical and empirical literature on IT innovation research. In the next section, we propose a conceptual framework showing the relationship amongst quantity of innovation, mindfulness and quality of innovation. The conclusion follows to reiterate the purpose of the study and possible future IT innovation research frontiers.

2. Cloud Computing

2.1 The Genesis of Cloud Computing

The history of Grids and the Cloud may be traced back to 1961 MIT centennial, when John McCarthy first exposed the idea of ‘Utility Computing’ and he predicted that it would become the basis of a new and important industry (Cafaro & Aloisio, 2011). The idea of computing as a utility became the driving force behind the development of the Internet in the 1960s. The genesis of the use of the term ‘Cloud Computing’ is not clear as different literatures quote different dates. According to Lijun Mei et al (2008), the term cloud computing was first formulated in 1997 but its promotion and adoption has been slow until 2007. Some authors consider the birth of cloud computing to have been marked by the introduction of Amazon Elastic Compute Cloud (EC2) as a fee based commercial product (Weiss, 2007).

The utilization of computing resources as service rather than products started with the distribution of Information Technology (IT) infrastructure. Outsourced IT infrastructure services like Infrastructure as a Service (IaaS) has been around since at least the 1980s delivered by telecommunication companies and major IT outsourcers (Owens, 2010). Hosted applications in the form of Platform as a Service (PaaS) and Software as a Service (SaaS) were in vogue in the 1990s in the form of Application Service Provision (ASP) (Owens, 2010). Examples of ASP include email services like hotmail that emerged in the 1990s as a means of outsourcing applications as a service (Venters & Whitley, 2012).

Early ASPs failed due to insufficient bandwidth and computing power (Venters & Whitley, 2012); however the dot.com boom resulted in a large increase in global fiber optic networking dramatically reducing latency and costs (Hogendorn, 2011). The integration of various innovations gave birth to cloud computing. These innovations included grid computing, utility computing and virtualization of computer hardware resources, especially storage and computation power. The industrialization of IT infrastructure and the transfer of computing activities from individual PCs and private data centres to large external public data centres accessible over the internet became known as cloud computing (Venters & Whitley, 2012).
The idea of cloud computing and its disambiguation is still evolving. The term cloud computing has been defined in different ways by industry analyst firms, academics, IT companies and standards bodies. The definitions seem to favour specific interest of the defining stream. The definitions of cloud computing by some of the industry analyst firms are; 1) standardized IT capability (service, software or infrastructure) delivered via internet technologies in pay-per-use self service way by Forrester (Lecznar & Patig, 2011); 2) Style of computing in which scalable and elastic IT-enabled capabilities are delivered as a service to external customers using internet technologies by Gartner (Daryl, Bittman, Austine, Cearley, & Smith, 2008); and 3) A model for enabling ubiquitous, convenient, on-demand access to a shared pool of configurable computing resources(e.g. networks, servers, storage, applications and services) that can be rapidly provisioned and released by KMPG (KPMG, 2011). Industry analyst firms provide definitions that focus on the end user of cloud services.

The definitions of cloud computing provided by academics tend to focus on the components of cloud computing and the relationship between the suppliers and consumers of cloud services. For example, Venters and Whitley (2012) define cloud computing as a new computing paradigm that allows users to temporarily utilize computing infrastructure over the network, supplied as a service by a cloud provider at possibly one or more levels of abstraction. While Venters and Whitley abstracts the composition of a cloud environment in their definition, Buyya et al. (2009) emphasizes the components of a cloud environment. The last definition of cloud computing we consider is that of National Institute of Standards and Technology (NIST)-a standards body. It defines cloud computing as a model for enabling ubiquitous, convenient, on-demand network access to a shared pool of configurable computing resources (networks, servers, storage, applications and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction (Venters & Whitley, 2012). In this study we adopt the definition provided by NIST because it includes the components of cloud platform, the services it provides and the relationship between the cloud providers and consumers.

2.2 Cloud Computing Ontology

This section will introduce the organization of the cloud computing knowledge domain. This objective is achieved by understanding cloud computing in terms of its various components and the relationship amongst the components i.e. its ontology. Since cloud computing is an emerging innovation relying on several old and new technologies, its ontology can be broken down into various taxonomies. The role of taxonomies is to provide a structure and an organization to the knowledge of a field thus enabling researchers to study the relationships among concepts and, therefore, to hypothesize about these relationships (Nickerson, Varshney, & Muntermann, 2013). Two cloud computing taxonomies are considered; cloud service models and cloud deployment models. Cloud computing characteristics discussed here are common to both the service and deployment models.

2.2.1 Cloud Service Models

In the course of cloud computing development, different classifications have been developed to capture its service layers. These layers have been referred to as cloud service models (Sriram & Khajeh-Hosseini, 2010), cloud business models (Yang & Hsu, 2011; Zhang, Cheng, & Boutaba, 2010) and cloud architectural layer (Stanojevska-Slabeva & Wozniak, 2010). The earliest classification known as the SPI model (Ahson & Ilyas, 2011) stratified cloud services into software as a service (SaaS), platform as a service (PaaS) and infrastructure as a service (IaaS) (Yang & Hsu, 2011; Zhang et al., 2010). The UCSB-IBM cloud ontology classified the cloud into five layers (Ahson & Ilyas, 2011, p. 5). The first three layers are similar to the SPI model and the rest of the two layers are software kernel layer and the hardware/firmware layer. The more technical ontologies include Jackson’s UCSB-IBM and Hoff’s ontology (Ahson & Ilyas, 2011).

The SaaS layer provides applications that run on the cloud eliminating the need to install and run the applications on the client computer (Marston, Li, Bandyopadhyay, Zhang, & Ghalsasi, 2011). SaaS is a software that is owned, delivered and managed remotely by one or more providers and offered on a pay-per-use mode (Stanojevska-Slabeva & Wozniak, 2010). PaaS facilitates the development and deployment of applications by providing operating system support and software development frameworks. This eliminates the cost and complexity of managing the underlying hardware and software layers. PaaS is a cloud service targeting developers. IaaS comprise computing resources like computational power (processors) and data servers that can be virtualized and instances provided as a service. Table 1 below gives a summary of service models and some of the service providers and their products.
Table 1. Cloud service models

<table>
<thead>
<tr>
<th>Service model</th>
<th>Providers</th>
<th>Services</th>
</tr>
</thead>
<tbody>
<tr>
<td>SaaS</td>
<td>SalesForce.Com</td>
<td>SalesForce.com</td>
</tr>
<tr>
<td></td>
<td>Google</td>
<td>Google Apps</td>
</tr>
<tr>
<td>PaaS</td>
<td>Google</td>
<td>GoogleAppEngine</td>
</tr>
<tr>
<td></td>
<td>Microsoft</td>
<td>Microsoft Azure</td>
</tr>
<tr>
<td></td>
<td>Salesforce</td>
<td>Force.Com</td>
</tr>
<tr>
<td>IaaS</td>
<td>Amazon</td>
<td>Amazon EC2/S3</td>
</tr>
<tr>
<td></td>
<td>Zenith</td>
<td>Proud</td>
</tr>
</tbody>
</table>

2.2.2 Cloud Deployment Models

The cloud computing deployment models can be classified based on three features. These are physical location and distribution (Buyya, Goscinski, & Broberg, 2011); and the owner of the cloud data centre (Ristol, 2010). In this sense, a cloud can be classified as private, public or hybrid (Buyya et al., 2011). Figure 1 below summarizes the various cloud deployment models.

![Figure 1. Cloud deployment models–adapted from (ristol, 2010)](image)

The cloud deployment models are service-agnostic, implying that each service model can be deployed as private, public or hybrid cloud.

2.2.3 Cloud Consumption Models

Cloud computing offers a unique way to consume computation, network, storage and software resources. At the most fundamental level, cloud computing provides flexible real-time access to a shared pool of computing resources like networks, servers, storage, applications and services (Oltsik, 2010). The provision of ITaaS made available by cloud computing is possible due to some characteristics of cloud computing. The characteristics of cloud computing are: 1) On-demand self services where a consumer can unilaterally provision computing capabilities without the provider’s intervention; 2) Broad network access which provides capabilities over the internet for different users and services; 3) resource pooling by the service provider to be used on a need basis by the consumers; and 4) a measured service which consumers are billed just like electricity consumption.

2.3 Cloud Benefits

There are several compelling reasons for organizations to move operations toward cloud computing. Adoption of
cloud computing requires very minimal upfront investment. Public cloud computing needs no capital expenditure because no hardware, software or network devices are purchased by the client (Mather, Kumaraswamy, & Latif, 2009). With the flexibility that cloud computing offer, organizations can acquire computing and development services as needed on demand on a pay-per-use basis. This is possible because cloud computing resources can be rapidly allocated and de-allocated on demand (Zhang et al., 2010) thus lowering operating costs. Scalability of cloud computing allows organizations to demand computing resources and services on need basis. This is possible because infrastructure providers pool large amount of resources that are easily accessible depending on individual demand. Services hosted in the cloud are generally web-based and therefore, easily accessible through a variety of devices with internet connections (Zhang et al., 2010). Finally, cloud computing reduces business risks and maintenance expenses as these tasks are passed on to the cloud service provider (Zhang et al., 2010). The cloud service providers are often equipped with the right skills and equipment, making them also enjoy economies of large scale.

2.4 Cloud Challenges

There are several concerns users have with regard to the adoption of cloud computing. These challenges are seen as the main inhibitors to cloud adoption by organizations. Challenges or limitations of cloud computing are of technical, managerial and regulatory nature. Technical challenges include: 1) problems availability/reliability of cloud services and the measures to be taken when something goes wrong in the system or its components (Kim, 2009; Buyya et al., 2011; ERNST & YOUNG, 2011), 2) lack of sufficient tools for integration/Componentization of the various elements of the cloud (Mather et al., 2009, p. 230; Stanojevska-Slabeva & Wozniak, 2010), 3) limited scope for customization so as to suit the specific needs of an organization (Stanojevska-Slabeva & Wozniak, 2010; KPMG, 2011).

Managerial challenges to cloud computing include arise from the fact that an organization has to deal with many service and infrastructure vendors. This may create a problem of how to effectively and efficiently manage security and privacy of an organization’s data (Kim, 2009; Buyya, Goscinski, & Broberg, 2011). The provision of infrastructure and services by a vendor raises the fear of vendor lock-in (W. Kim, 2009; Mather et al., 2009, p. 228). Effective vendor management in order to get reliable services and prevent lock-in is become a challenge to many organizations (Ernst & Young, 2011). Cloud users may face organizational inertia as shifting to a Cloud environment may change the role of IT departments in the organization, and the way operations are carried out in general. Organizations must therefore also focus on change management for successful adoption (KPMG, 2011). Cloud computing creates a situation where service providers and the consumers may not be within the same legal or regulatory jurisdiction. This situation is problematic currently due to compliance/regulatory ambiguity(ernst & Young, 2011; W. Kim, 2009; KPMG, 2011). These challenges can be collapsed into a single problem of cloud computing – the problem of reliability.

2.4.1 Reliability in Cloud Computing

The challenge of reliability in cloud computing arises from the fact that an organization’s IT resources and data are no longer within proximity and its direct control but are with third party cloud service providers thus replacing locally hosted enterprise infrastructure. As a result, the first reliability issue is to manage performance variability that may arise from that replacement. The second reliability issue is to ensure that the cloud technical and service desires (Venters & Whitley, 2012) are realized and managed for sustained superior outcomes. Furthermore, the third party cloud service providers rely on parallel and distributed systems to provide scalable and elastic IT capabilities over large scale networks. The tremendous complexity of these distributed applications deployed across diverse computing resources (Candidate, D, & Fang, 2005) leads to both technical and organizational challenges to cloud adoption (Lin & Chen, 2012) thus affecting its reliability.

In order for an organization to overcome these challenges and successfully migrate to the cloud, relevant research needs to be done in order to inform practitioners on the best practices of cloud adoption. The studies about cloud computing should be informed by well grounded theories to give them both explanatory and predictive potential. The next section reviews the theoretical and empirical literature in IT innovation in general and cloud adoption in particular.

3. Literature Review

Although cloud computing as an innovation has been widely adopted by the industry, the research on cloud computing is still at an early stage (Zhang et al., 2010). While there is an impressive amount of literature of cloud computing in computers science, there is still a dearth of literature in the IS area that looks at cloud computing (Marston et al., 2011). The cloud computing literature in computer science, for instance (Chow et al., 2009; Owens, 2010; Zhang et al., 2010) focus on the technical side of cloud computing. IS researchers, given
that they have a background in the underlying technology and the associated business issues are better placed to bring forth a holistic perspective that is often lacking in technology literature (Marston et al., 2011). In this section, we first review IT innovation literature, followed by theoretical literature in IT innovation research with focus on cloud innovation and then proceed to look at the empirical studies on IT innovation.

3.1 Information Technology (IT) Innovation

Innovation can be defined as the creative process through which new products, services or production processes are developed for a business unit (Tushman & Nadler, 2006). A key distinguishing feature of an innovation is newness. IT innovation is an innovation in digital and communications technologies and their applications (Swanson, 1994). Basically, IT innovations involve a technological component that is new to an industry or adopters. But most of the times, organizations need to develop new forms of cognition and organizational processes in order to leverage the technology. As a result, IT innovations normally penetrate organizations through integrating a complex network of interrelated innovations covering discovery of new computing capability, establishment of new development capabilities, and new services (Swanson, 1994). Lyttinen and Rose (2003) identifies three types of innovations as: 1) changes in system development, which involves new development tools and teams; 2) outcomes of development processes, which involves uses of IT to support the administrative core of the organization; and 3) IT base innovations, which includes new IT capability. Cloud computing manifests all these types of IT innovation characteristics.

3.2 Theoretical Literature

Theoretically, IS researchers have often relied on adoption, assimilation and diffusion of innovation perspectives to study cloud computing. Cloud computing, being a new paradigm in the acquisition and use of IT can be seen as an innovation. Cloud computing is considered an innovation because it is challenging our current understanding of the location and management of the IT infrastructure, the nature of product and service and business processes (Lin & Chen, 2012). This understanding of innovation is supported by Rogers (1995) who defines an innovation as an idea, practice, or object that is perceived as new by an individual or other unit of adoption. Studying cloud computing through the lens of adoption and innovation theories enriches it in terms of research and practice. Swanson and Ramiller (2004) notes that the ultimate goal of innovation research is to provide guidance to managers on the question of “whether, when, and how to innovate with IT”.

Many recent studies on technological innovation have focused on two confronting models: the economic-rational and social construction models (S. Yang & Hsu, 2011). The economic-rational models explain IT innovation adoption and diffusion in terms of phases through which use of an IT artifact transitions – from the period prior to use through to continued or discontinued use (Fidock & Carroll, 2010). For this reason, Fidock and Carroll (2010) refer to them as IT use life cycle theories. These theories have also been labeled “the dominant paradigm” (Benbasat & Barki, 2007; Fichman, 2004; S. Yang & Hsu, 2011). The sociological perspective emphasizes the social embeddedness of technological innovation. This approach stems from the desire to appear legitimate to powerful constituents or various stakeholders (S. Yang & Hsu, 2011). The sociological perspective is mainly seen in terms of the institutional theories. The institutional theories posit that not every outcome is the result of a conscious decision making process, instead that argue that institutions are composed of cultural-cognitive, normative and regulative elements that together provide stability and meaning to social life (S. Yang & Hsu, 2011).

3.2.1 The Dominant Paradigm and Its Theories

Theories in the dominant paradigm are typified by the desire to explain IT innovation using economic-rationalistic models. Under the dominant paradigm, it is assumed that organizations with a greater quantity of the “Right Stuff” will exhibit a greater quantity of innovation (Fichman, 2004). The right quantity of the right stuff has been conceptualized as the extent to which organizations possess certain characteristics – or operate in certain contexts – that increase the need for innovation and the ability to innovate successfully (Fichman, 2004). The quantity of innovation is assumed to be the extent to which an organization adopts innovation often, adopts them early and adopts them thoroughly (Fichman, 2001). Some of the popular theories in the dominant paradigm are discussed in the following paragraphs.

The Diffusion of Innovation Theory (DOI), also known as the Innovation Diffusion Theory (IDT) is based on the seminal work of Everett Rogers (1983). According to Rogers, the rate of adoption of innovation is impacted by five factors: relative advantage, compatibility, triability, observability and complexity. DOI being a life cycle model, explains change in reference to the sequence of phases through which the system of interest passes (Ven & Poole, 1995). DOI and its associated five key attributes have been drawn on extensively in IS literature to explain innovation implementation success or adoption. Roger’s DOI has been criticized mainly from three
Some of the main theories in the sociological perspective are: the institutional theory, stakeholder theory, the technology discourse, as well as shared norms, values and beliefs about the innovation (Yang & Hsu, 2011). The social perspective argues that the diffusion of IT innovation among organizations is socially constructed by organizational challenges to adoption of IT innovations (Lin & Chen, 2012).

The origins of TAM can be traced to the Theory of Reasoned Action (TRA) (Fishbein & Ajzen, 1975). TAM evolved from TRA with the goal of explaining the determinants of computer acceptance that is general, and capable of explaining user behavior across end-user computing technologies (Bradley, 2012). The two key variables in TAM perceived usefulness (PU) and perceived ease of use (PEOU). The theoretical support for the use of PU and PEOU can be found in self-efficacy theory, the cost-benefit paradigm, and the adoption of innovation literature (Bradley, 2012). While TAM is referred to as the most influential and commonly employed theory in IS (Y. Lee, Kozar, & Larsen, 2003), it has some weaknesses. Lee et al (2003) found out that the major limitation of TAM studies is self-reportage. The studies did not measure actual usage but relied on the research subject to indicate usage. Furthermore, most of the studies used a single IS system in each research project limiting the generalizability of the results to other types of systems (Bradley, 2012). These limitations raise serious questions about the utility of TAM and related models like Unified Theory of Acceptance and Use of Technology (UTAUT) for understanding the life cycle of use and it is for these reasons and others that there have been widespread calls to go beyond TAM (Benbasat & Barki, 2007; Fidock & Carroll, 2010). Due to these weaknesses, some theories like the Technology-Organization-Environment (TOE)

The Technology-Organization-Environment (TOE) was created by Tomatzky and Fleischer to study the adoption of technological innovations (Abu-Khadra & Ziadat, 2012). They believed that the process by which a firm adopts and implements technological innovations is influenced by the technological context, the organizational context and the environmental context. The technological construct describes both the technologies in use and the new technologies relevant to the firm. The organization construct refers to the descriptive measures about the organization characteristics and resources such as scope, size, degree of centralization, degree of formalization, managerial structures, human resources, amount of slack resources and linkage among employees. The environmental construct refers to the arena in which a firm conducts its business – its industry, competitors, the macroeconomic context and the regulatory environment. It has been found that TOE is appropriate for studying contextual factors that influence e-business assimilation and it can be used for studying different innovations (Abu-Khadra & Ziadat, 2012). TOE has been used to study adoption of new technologies (for example, C.-P. Lee & Shim, 2007; Henriksen, 2006; Pan & Jang, 2008). There is still lack of substantial empirical research in cloud computing using TOE.

The theoretical approaches within the dominant paradigm like DOI, TAM, and TOE discussed above and their extensions, have dominated IT innovation research in the past two decades (Abu-Khadra & Ziadat, 2012; Benbasat & Barki, 2007; Looi, 2004). While the models of the dominant paradigm generally have reasonably worked well in answering the questions they are intended to answer (Fichman, 2004), their linear discourse has been criticized as “overrationalized” and fails to provide plausible explanations for the institutional and technical complexities of modern organizational environments (Abrahamson, 1991). Furthermore, they have been seen as being pro-innovation and adopts a perspective that privileges the new over the taken for granted, adoption over rejection and factor over process (Fidock & Carroll, 2010). They fail, therefore, to take into account how an organization attends to innovations with reasoning grounded in its own facts and specifics (Weick & Sutcliffe, 2001) in order to adopt the right innovation, at the right time and in the right way i.e. the aggregated innovation performance (Haner, 2002). It is time the IT innovation research move beyond the traditional quantity of innovation as the innovation outcome variable. Furthermore, current IT innovation research needs to take into account how the particularities of emerging complex ITs (Abu-Khadra & Ziadat, 2012) like cloud computing and the complexities of modern organizational environments (S. Yang & Hsu, 2011) are posing technical and organization challenges to adoption of IT innovations (Lin & Chen, 2012).

3.2.2 The Sociological Perspective

The social perspective argues that the diffusion of IT innovation among organizations is socially constructed by the technology discourse, as well as shared norms, values and beliefs about the innovation (Yang & Hsu, 2011). Some of the main theories in the sociological perspective are: the institutional theory, stakeholder theory,
While IS scholars have recognized that technical reliability is a factor in successful systems and have devised a manner that contributes to reliable aggregate performance, businesses migrate to cloud computing, the process of migration and implementation should be managed in an integration with existing architecture (Stanoevska-Slabeva & Wozniak, 2010). It is therefore important that as characterized by lack of standards (W. Kim, 2009), uncontrollable vendor behavior (Ernst & Young, 2011) variance in the outcomes (B. S. Butler & Gray, 2006; Zahedi, 1987). Cloud computing is still a new technology Reliable performance is not merely the attainment of a desired outcome level but also the ability to control organizations, for example (Weick, Sutcliffe, & Obstfeld, 1999). Organizational reliability has been defined as the capacity to produce collective outcomes of a minimum quality repeatedly (Hannan & Freeman, 1984). Reliable performance is not merely the attainment of a desired outcome level but also the ability to control variance in the outcomes (B. S. Butler & Gray, 2006; Zahedi, 1987). Cloud computing is still a new technology characterized by lack of standards (W. Kim, 2009), uncontrollable vendor behavior (Ernst & Young, 2011) and integration with existing architecture (Stanoevska-Slabeva & Wozniak, 2010). It is therefore important that as businesses migrate to cloud computing, the process of migration and implementation should be managed in a manner that contributes to reliable aggregate performance.

While IS scholars have recognized that technical reliability is a factor in successful systems and have devised techniques to enhance reliability in such systems, the role of IS and organizational reliability has not been a major concern. The concept of reliability is hardly new. It is well discussed in literature regarding high reliability organizations, for example (Weick, Sutcliffe, & Obstfeld, 1999). Organizational reliability has been defined as the capacity to produce collective outcomes of a minimum quality repeatedly (Hannan & Freeman, 1984). Reliable performance is not merely the attainment of a desired outcome level but also the ability to control variance in the outcomes (B. S. Butler & Gray, 2006; Zahedi, 1987). Cloud computing is still a new technology characterized by lack of standards (W. Kim, 2009), uncontrollable vendor behavior (Ernst & Young, 2011) and integration with existing architecture (Stanoevska-Slabeva & Wozniak, 2010). It is therefore important that as businesses migrate to cloud computing, the process of migration and implementation should be managed in a manner that contributes to reliable aggregate performance.

3.2.3 Reliability in IS Research

An IS in the nature of cloud computing consists of a hierarchy of interconnected resources, objectives, perceptions and outcomes (Zahedi, 1987). To guarantee the success of such a system, its reliability becomes a major concern. The concept of reliability is hardly new. It is well discussed in literature regarding high reliability organizations, for example (Weick, Sutcliffe, & Obstfeld, 1999). Organizational reliability has been defined as the capacity to produce collective outcomes of a minimum quality repeatedly (Hannan & Freeman, 1984). Reliable performance is not merely the attainment of a desired outcome level but also the ability to control variance in the outcomes (B. S. Butler & Gray, 2006; Zahedi, 1987). Cloud computing is still a new technology characterized by lack of standards (W. Kim, 2009), uncontrollable vendor behavior (Ernst & Young, 2011) and integration with existing architecture (Stanoevska-Slabeva & Wozniak, 2010). It is therefore important that as businesses migrate to cloud computing, the process of migration and implementation should be managed in a manner that contributes to reliable aggregate performance.

While IS scholars have recognized that technical reliability is a factor in successful systems and have devised techniques to enhance reliability in such systems, the role of IS and organizational reliability has not been a major theme (B. S. Butler & Gray, 2006). As a result, organizations are searching for managerial solutions to help them cope with these complex, chaotic and fragile (Butler & Gray, 2006; Candidate et al., 2005) cloud environment to achieve reliable outcomes. Recently, there have been calls to consider mindfulness (Langer, 1989) in IS research (Butler & Gray, 2006) and also in IT innovation (Swanson & Ramiller, 2004). Mindfulness is an organizational cognition theory that has the potential of bridging the gap between the dominant and sociological theories in understanding radical IT innovations like cloud computing.

4. Challenging the Dominant Paradigm

The theoretical approaches within the dominant paradigm like DOI, TAM, and TOE discussed above and their extensions, have dominated IT innovation research in the past two decades (Abu-Khadra & Ziadat, 2012; Benbasat & Barki, 2007; Looi, 2004). The dominant paradigm models look at innovations in terms of what makes them more adoptable or look at organizations and what makes them more innovative by employing economic-rationalistic logic to link variables (Fichman, 2004). In this approach, the independent variable is the quantity of the “right stuff” and the dependent variable is the quantity of innovation. While the models of the dominant paradigm generally have reasonably worked well in answering the questions they are intended to answer (Fichman, 2004), the dominant paradigm has been criticized for being pro-innovation and adopts a perspective that privileges the new over the taken for granted, adoption over rejection and factor over process (Fidock & Carroll, 2010). They fail, therefore, to take into account how an organization attends to innovations with reasoning grounded in its own facts and specifics (Weick & Sutcliffe, 2001) in order to adopt the right innovation, at the right time and in the right way i.e. the aggregated innovation performance (Haner, 2002). It is time the IT innovation research move beyond the traditional quantity of innovation as the innovation outcome variable. Furthermore, current IT innovation research needs to take into account how the particularities of emerging complex Ts (Abu-Khadra & Ziadat, 2012) like cloud computing and the complexities of modern organizational environments (S. Yang & Hsu, 2011) are posing technical and organization challenges to adoption of IT innovations (Lin & Chen, 2012). IT innovation needs to be understood in terms of hospitality. According to Ciborra (2002), hospitality describes the phenomenon of dealing with new technology as an ambiguous stranger. One possibility we explore in bridging this gap is to introduce an organizational cognition theory – mindfulness.
Mindfulness treats technology in terms of hospitality - it connects the inside (organization) and the stranger (technology).

4.1 Toward Innovation Mindfulness

The salient reason for looking beyond the dominant paradigm is a need for an alternative stream of IT innovation research that gives us a fuller picture of what causes different sorts of innovative behaviours especially with emerging innovations like cloud computing. The dominant paradigm has had the unintended consequence of diverting IS researchers from taking a unifying theme of IT innovation that can help practitioners discern whether, when and how to innovate (Fichman, 2004). A potential opportunity for bridging this gap is by incorporating mindfulness (Weick & Sutcliffe, 2001) to moderate the link between quantity of innovation and quality of innovation. In fact, mindfulness has been linked to making of sound judgments about whether, when and how to innovate (Swanson & Ramiller, 2004). The theory of mindfulness originated from studies of high reliability organizations (Weick et al., 1999) and organizational cognition literature (B. S. Butler & Gray, 2006). Incorporating mindfulness into existing IT innovation research enables its theorizing to benefit from fresh new insights from other fields of inquiry (Kock, 2010). The following section explains the theory of mindfulness and its constructs.

4.2 The Theory of Mindfulness

Studies of human systems reveal two strategies for achieving reliable performance: routine based reliability and mindfulness based reliability (B. S. Butler & Gray, 2006). While routine based approaches focus on reducing situated human cognition as the cause of error, mindfulness based approaches focus on promoting highly situated human cognition as the solution to human and organizational reliability problems (Weick & Sutcliffe, 2001). Mindfulness approaches hold that individuals’ and organizations’ ability to achieve reliable performance in changing environments depends on how they think: how they gather information, how they perceive the world around them, and whether they are able to change their perspective to reflect the situation at hand (Langer, 1989). In order to reflect the distinction between an individuals’ and organizations’ abilities Butler and Gray (2006) distinguish between individual and collective mindfulness.

4.2.1 Individual Mindfulness

According to Langer (1989), individual mindfulness refers to continuous scrutiny and refinement of expectations based on new experiences, appreciation of the subtleties of context, and identification of novel aspects context that can improve foresight and functioning. Mindfulness at the individual level emphasizes the ability to continuously create and use new categories in perception and interpretation of the world (Langer 1994, p.4 cited in Butler & Gray, 2006). For individuals, mindfulness involves (1) openness to novelty, (2) alertness to distinction, (3) sensitivity to different contexts, (4) awareness of multiple perspectives, and (5) orientation in the present (Sternberg 2000, cited in Butler & Gray, 2006). The table below summarizes these attributes of individual mindfulness.

<table>
<thead>
<tr>
<th>Aspects</th>
<th>Characteristics</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Openness to novelty</td>
<td>Ability to reason about and to cope with novel kinds of stimuli.</td>
</tr>
<tr>
<td>2. Alertness to distinction</td>
<td>Ability to compare, contrast and judge about how things are the same or different.</td>
</tr>
<tr>
<td>3. Sensitivity to different contexts</td>
<td>Awareness of situational characteristics to notice when and whether a setting changes.</td>
</tr>
<tr>
<td>4. Awareness of multiple perspectives</td>
<td>Appreciation of things from different and opposing points of view.</td>
</tr>
<tr>
<td>5. Orientation in the present</td>
<td>Individual’s attention to their immediate situation and their actual surroundings.</td>
</tr>
</tbody>
</table>

4.2.2 Collective Mindfulness

Collective mindfulness is also known as organizational mindfulness (B. S. Butler & Gray, 2006). The relationship between individual mindfulness and organizational mindfulness is like individual learning and organizational learning (Matook & Kautz, 2008). In collective mindfulness, existing expectations are continuously scrutinized.
and refined according to new experiences in order to be able to invent new expectations for dealing with unprecedented situations to improve foresight and current functioning (Weick & Sutcliffe, 2001). Weick and Sutcliffe go further to state aspects of organizational mindfulness as: (1) preoccupation with failure, (2) reluctance to simplify, (3) attention to operations, (4) commitment to resilience, and (5) migration of decision to expertise. The table below provides a summary of the various organizational/collective mindfulness aspects and their characteristics.

Table 4. Summary of organizational/collective mindfulness aspects and their characteristics

<table>
<thead>
<tr>
<th>Aspect</th>
<th>Characteristics</th>
</tr>
</thead>
<tbody>
<tr>
<td>1). Preoccupation with failure</td>
<td>Utilization of errors and failures as a way of improvement.</td>
</tr>
<tr>
<td>2). Reluctance to simplify</td>
<td>Organizational aspiration to perceive problems from different points of view.</td>
</tr>
<tr>
<td>3). Attention to operations</td>
<td>Individuals’ capability to have an integrated overall picture of operations in an organization or project.</td>
</tr>
<tr>
<td>4). Commitment to resilience</td>
<td>Ability to cope with problems and dangers as they occur.</td>
</tr>
<tr>
<td>5). Under specification of structures (Migration of decisions to expertise)</td>
<td>Migrating the problem to the experts who are most capable of solving them, regardless of hierarchical levels.</td>
</tr>
</tbody>
</table>

4.3 Re-Conceptualizing IT Innovation Variables: Incorporating Mindfulness

In the dominant paradigm, it is assumed that organizations with a greater quantity of the right stuff will exhibit a greater quantity of innovation and such organizations are said to fit the innovator profile (Fichman, 2004). The figure below shows the conceptual framework of the dominant paradigm.

Figure 2. The dominant paradigm framework (Fichman, 2004)

While the dominant paradigm will be concerned with predicting which organization will be the first to adopt an innovation given its organizational characteristics (the right stuff), mindfulness seeks to explain how some organizations can resist an innovation that do not have any merit for them despite having the innovator profile. It turns out that models of the dominant paradigm do not consider ultimate outcomes or benefits of an innovation. The ultimate outcome of an IT innovation can be conceptualized as the quality of innovation (Fichman, 2004). In keeping with the view that mindful organizations will make better decisions throughout the innovation process, it could be posited that mindfulness will moderate the link between the quantity of innovation and the quality of innovation. We propose a new conceptual framework that consists of quantity of innovation, quality of innovation and organizational mindfulness. The conceptual framework adopted here follows the definition provided by Miles and Huberman (1994). They define a conceptual framework as a written or visual product that explains either graphically or a narrative form the key factors, concepts and variables and the presumed relationship amongst them.
4.3.1 The Independent Variables

In the conceptual framework above, it is assumed that the quantity of innovation directly determines the quality of innovation. Variables in this construct include earliness of adoption, frequency of adoption and extent of implementation. Some studies that have employed this approach, for example, Dos Santos and Peffers (1995) have found a positive link between quantity of innovation and quality of innovation in the form of performance impacts. They reported that early ATM adopters and particularly first movers may have been able to improve profitability by increasing customer value (Santos & Peffers, 1995, p. 243). On the effect of extent of implementation, Hitt et al. (2002) found that organizations with a greater breadth of innovation use achieved greater benefits when they examined the performance of ERP adopters and non-adopters thus linking extent of innovation implementation to quality of innovation.

4.3.2 The Moderating Variables

While some studies indicate a direct relationship between quantity of innovation and quality of innovation (Hitt et al., 2002; Santos & Peffers, 1995), we hypothesize that organizations that exhibit greater mindfulness will have a greater quality of innovation when measured as outcome performance. This is because mindful organizations make innovation decisions that are grounded in their organizational facts and specifics.

4.3.2.1 Preoccupation with Failure

The first aspect of organizational mindfulness is preoccupation with failure. A preoccupation with failure focuses the organization on converting errors and failures into grounds for improvement, often by treating failures and near failures as indicators of the overall health of the entire system (B. S. Butler & Gray, 2006). Apart from treating failures as indicators of the overall health of the system, effective organizations also conduct thorough analysis of near failures (Weick & Sutcliffe, 2001). Cloud computing involves delivery of scalable and elastic IT-enabled capabilities as a service through internet technologies. This potential can only be realized through availability of high speed bandwidth access. And for cloud computing to support modern enterprises, its resources must be available 24/7. Even though locally hosted infrastructure are themselves fallible, successful cloud services must be able to match, if not exceed the availability of local data centres. Cloud services are known to experience availability failures or outages (Furht & Escalante, 2010) and therefore still does not offer round the clock availability. Organizations adopting cloud computing must continuously monitor any failure or outage of cloud services. Further, they must also monitor any variation in service quality as a way of determining the overall health of the organization since it relies on services provided by the cloud service providers (CSPs). All the personnel in the organization should be encouraged to report even small variations in the services provided and significant organizational effort should be expended to review them (Weick & Sutcliffe, 2001). Each aspect of availability should be carefully considered when engaging with a CSP, negotiated as part of the
service level agreement (SLA) and tested in failover drills (Mather et al., 2009). Generally, the process of any IT innovation (like cloud computing) is itself prone to failure, and reflective attention to possibilities for failure in this domain also enlarges mindfulness (Swanson & Ramiller, 2004).

4.3.2.2 Reluctance to Simplify Interpretations

Reluctance to simplify interpretation refers to a collective desire to continually see problems in different perspectives (B. S. Butler & Gray, 2006). The mindful organization resists the temptation to settle into simplified and reproducible heuristics in its interpretation of events (Swanson & Ramiller, 2004). A mindful organization realizes that complex responses are needed in complex environments (Weick, 1995 cited in Swanson & Ramiller, 2004). Such a reluctance to simplify interpretations applies to organizations operating in a cloud environment in several ways. Cloud computing itself is a complex innovation with several service, deployment and consumption models (Zhang et al., 2010). Managing the interaction amongst these various service, deployment and consumption models pose a technological and contractual challenge for organizations (Marston et al., 2011). Reluctance to simplify interpretations therefore enables an organization to understand these challenges and problems from different perspectives. This increases the organization’s chances of noticing and reacting appropriately to small anomalies and errors which reduces the likelihood of larger disastrous failures (Swanson & Ramiller, 2004) especially in a cloud ecosystem consisting of CSPs, cloud enablers and cloud users.

4.3.2.3 Attention to Operations

Sensitivity to operations implies that some individuals in the organization have developed an integrated overall picture of operations in the moment (B. S. Butler & Gray, 2006). The mindful organization attends vigilantly to small and seemingly insignificant details in day to day operations (Swanson & Ramiller, 2004). This is because catastrophes usually accumulate from minor errors and random events. Organizations adopting cloud computing have cited lack of standards as a major concern (Marston et al., 2011). In the absence of standards, organizations must pay keen attention to every process since they cannot easily be automated. In the traditional setting, the main stakeholders are the providers and the consumers. Cloud computing adds new range of stakeholders, for example, regulators and enablers. This kind of setup requires personnel who understand how all these stakeholders interact in the cloud ecosystem.

4.3.2.4 Commitment to Resilience

A commitment to resilience refers to the tendency to cope with dangers and problems as they arise through error detection and error containment (B. S. Butler & Gray, 2006). This approach is in contrast to anticipation- a case where organizations deal with surprises by weeding them out in advance (Weick et al., 1999). This anticipation is achieved through planning and design of contingency plans for every possible unfavourable outcome. Commitment to resilience takes recognition that anticipation through planning and contingency measures is always incomplete. Resilience favours improvisation over planning, adaptation over routine, and effectiveness over efficiency (Swanson & Ramiller, 2004). In the context of cloud computing, commitment to resilience is likely to assume a significant role in ensuring reliability in the entire cloud ecosystem. The cloud environment is vulnerable to domino effects. The domino effect is due to the fact that the cloud ecosystem comprises a network of devices, services and organizations. These networks must be orchestrated so as to provide user services transparently. An interruption in any of the networks will cascade to the rest of the cloud ecosystem. Cloud adoption challenges like security (Buyya et al., 2011; W. Kim, 2009) and availability (Buyya et al., 2011; Ernst & Young, 2011; W. Kim, 2009) are joined at the hip. A security problem like denial of service attack (DOS) will lead to data unavailability. This interrelationship of various networks in a cloud environment leads to uncertainty and unpredictability of possible challenges that may arise in a cloud ecosystem. Business disaster and recovery in a cloud environment should focus on managing the unexpected. Managing the unexpected require that organizational business continuity strategies create a context and culture in which individuals and organizational units are better able to practice resilience and reliability in the face of unexpected events (B. S. Butler & Gray, 2006).

4.3.2.5 Under Specification of Structure

In this attribute of mindfulness, hierarchical rank is subordinated to expertise and experience. It involves migrating a problem to the experts who are most capable of solving them, regardless of hierarchical levels (Weick et al., 1999). Under specification of structure can further be viewed as the readiness to relax formal structure so that authority for action can flow in times of crisis to the individuals and the units having the requisite expertise to deal with the problem at hand (Swanson & Ramiller, 2004). Cloud computing is a diverse phenomenon with several challenges including but not limited to security and privacy, vendor lock-in, regulatory ambiguity (W. Kim, 2009), integration, customization (Stanojevska-Slabeva & Wozniak, 2010), cultural resistance.
and transition (KPMG, 2011). The expertise needed to address these challenges will naturally reside in different individuals and units of the organization. This implies that the requisite expertise is heterogeneous and dispersed, and that the authority for action must flow readily to different units within the organization. When an outage of service arises in a cloud environment, those affected will turn to others in an effort to understand what the anomaly means. This turn is a subtle loosening of hierarchy in favour of expertise (Weick & Sutcliffe, 2001).

4.4 The Dependent Variable

The quality of innovation, which is taken as the dependent variable, can also be conceptualized as performance impacts (Fichman, 2004). The quality of innovation is defined as the extent to which an organization has adopted the right innovation, at the right time, and in the right way (Haner, 2002). Studies interested in measuring innovation quality have more often used performance impacts as a proxy. For example, Haner (2002) used return on investment, efficiency, and productivity improvement as measures for quality of innovation. The logic is that if a beneficial result has been achieved after adopting an innovation, then the quality of the decisions as what, when and how must have been good.

5. Conclusion

Cloud computing is an IT innovation that is changing how individuals and organizations acquire and use IT. The innovation is moving IT from a capital expenditure (CAPEX) to an operational expenditure (OPEX). It implies that an organization’s IT needs is provided by a third party on a pay-as-you-need basis. While the shift to cloud computing has tremendous benefits to business organizations, its adoption is presenting organizations with challenges. The main challenge is that of reliability, arising from the fact that cloud computing platform is a complex network involving different players. The challenge of reliability if not managed well can threaten the quality of the innovation. The dominant paradigm, which has so far informed IS research in IT innovation, may not be the best model to explain cloud adoption. This is because cloud computing is a radical IT innovation. Further, research in IT innovation, indicates that no single theory can be used to explain all innovations. In this study, we propose an alternative conceptual model that can explain and predict successful cloud adoption. We explore the concept of mindfulness as used in high reliability organizations and organizational behavior literature to understand how an organization can make cloud adoption decisions that take into consideration its specifics and context for maximum performance outcome. The study is a response to calls for IS research to borrow relevant theories from other disciplines to enrich its theoretical repertoire. It further contributes to theory building in cloud computing research. This study provides insight to organizations that have adopted or in the process of adopting cloud computing with regard to when and how to adopt cloud computing; and what aspects of cloud computing to adopt.
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